Datenschutzerklarung
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Einleitung und Uberblick

Wir haben diese Datenschutzerklarung (Fassung 06.01.2026-113093265) verfasst, um lhnen gemali
der Vorgaben der Datenschutz-Grundverordnung (EU) 2016/679 und anwendbaren nationalen
Gesetzen zu erklaren, welche personenbezogenen Daten (kurz Daten) wir als Verantwortliche - und
die von uns beauftragten Auftragsverarbeiter (z. B. Provider) - verarbeiten, zukUlnftig verarbeiten
werden und welche rechtmaligen Moglichkeiten Sie haben. Die verwendeten Begriffe sind
geschlechtsneutral zu verstehen.

Kurz gesagt: Wir informieren Sie umfassend Uber Daten, die wir Uber Sie verarbeiten.

Datenschutzerklarungen klingen ftr gewohnlich sehr technisch und verwenden juristische
Fachbegriffe. Diese Datenschutzerklarung soll Ihnen hingegen die wichtigsten Dinge so einfach und
transparent wie moglich beschreiben. Soweit es der Transparenz férderlich ist, werden technische
Begriffe leserfreundlich erklart, Links zu weiterfuhrenden Informationen geboten und Grafiken
zum Einsatz gebracht. Wir informieren damit in klarer und einfacher Sprache, dass wir im Rahmen
unserer Geschaftstatigkeiten nur dann personenbezogene Daten verarbeiten, wenn eine
entsprechende gesetzliche Grundlage gegeben ist. Das ist sicher nicht méglich, wenn man


https://eur-lex.europa.eu/legal-content/DE/TXT/HTML/?uri=CELEX:32016R0679&from=DE&tid=113093265#d1e2269-1-1

moglichst knappe, unklare und juristisch-technische Erklarungen abgibt, so wie sie im Internet oft
Standard sind, wenn es um Datenschutz geht. Ich hoffe, Sie finden die folgenden Erlauterungen
interessant und informativ und vielleicht ist die eine oder andere Information dabei, die Sie noch
nicht kannten.

Wenn trotzdem Fragen bleiben, méchten wir Sie bitten, sich an die unten bzw. im Impressum
genannte verantwortliche Stelle zu wenden, den vorhandenen Links zu folgen und sich weitere
Informationen auf Drittseiten anzusehen. Unsere Kontaktdaten finden Sie selbstverstandlich auch
im Impressum.

Anwendungsbereich

Diese Datenschutzerklarung gilt fur alle von uns im Unternehmen verarbeiteten
personenbezogenen Daten und fir alle personenbezogenen Daten, die von uns beauftragte Firmen
(Auftragsverarbeiter) verarbeiten. Mit personenbezogenen Daten meinen wir Informationen im
Sinne des Art. 4 Nr. 1 DSGVO wie zum Beispiel Name, E-Mail-Adresse und postalische Anschrift
einer Person. Die Verarbeitung personenbezogener Daten sorgt daftir, dass wir unsere
Dienstleistungen und Produkte anbieten und abrechnen kdnnen, sei es online oder offline. Der
Anwendungsbereich dieser Datenschutzerklarung umfasst:

e alle Onlineauftritte (Websites, Onlineshops), die wir betreiben
¢ Social Media Auftritte und E-Mail-Kommunikation
e mobile Apps fur Smartphones und andere Gerate

Kurz gesagt: Die Datenschutzerklarung gilt fur alle Bereiche, in denen personenbezogene Daten im
Unternehmen Uber die genannten Kanale strukturiert verarbeitet werden. Sollten wir aul3erhalb
dieser Kanale mit Ihnen in Rechtsbeziehungen eintreten, werden wir Sie gegebenenfalls gesondert
informieren.

Rechtsgrundlagen

In der folgenden Datenschutzerkldarung geben wir IThnen transparente Informationen zu den
rechtlichen Grundsatzen und Vorschriften, also den Rechtsgrundlagen der Datenschutz-
Grundverordnung, die uns ermdoglichen, personenbezogene Daten zu verarbeiten.

Was das EU-Recht betrifft, beziehen wir uns auf die VERORDNUNG (EU) 2016/679 DES
EUROPAISCHEN PARLAMENTS UND DES RATES vom 27. April 2016. Diese Datenschutz-
Grundverordnung der EU kdnnen Sie selbstverstandlich online auf EUR-Lex, dem Zugang zum EU-
Recht, unter https://eur-lex.europa.eu/legal-content/DE/ALL/?uri=celex%3A32016R0679 nachlesen.

Wir verarbeiten Ihre Daten nur, wenn mindestens eine der folgenden Bedingungen zutrifft:

1. Einwilligung (Artikel 6 Absatz 1 lit. a DSGVO): Sie haben uns lhre Einwilligung gegeben, Daten
zu einem bestimmten Zweck zu verarbeiten. Ein Beispiel ware die Speicherung lhrer
eingegebenen Daten eines Kontaktformulars.

2. Vertrag (Artikel 6 Absatz 1 lit. b DSGVO): Um einen Vertrag oder vorvertragliche
Verpflichtungen mit Ihnen zu erfullen, verarbeiten wir Ihre Daten. Wenn wir zum Beispiel
einen Kaufvertrag mit Ihnen abschlieen, bendtigen wir vorab personenbezogene


https://eur-lex.europa.eu/legal-content/DE/ALL/?uri=celex%3A32016R0679

Informationen.

3. Rechtliche Verpflichtung (Artikel 6 Absatz 1 lit. c DSGVO): Wenn wir einer rechtlichen
Verpflichtung unterliegen, verarbeiten wir Ihre Daten. Zum Beispiel sind wir gesetzlich
verpflichtet Rechnungen fur die Buchhaltung aufzuheben. Diese enthalten in der Regel
personenbezogene Daten.

4. Berechtigte Interessen (Artikel 6 Absatz 1 lit. f DSGVO): Im Falle berechtigter Interessen, die
Ilhre Grundrechte nicht einschranken, behalten wir uns die Verarbeitung personenbezogener
Daten vor. Wir midssen zum Beispiel gewisse Daten verarbeiten, um unsere Website sicher
und wirtschaftlich effizient betreiben zu kdnnen. Diese Verarbeitung ist somit ein berechtigtes
Interesse.

Weitere Bedingungen wie die Wahrnehmung von Aufnahmen im 6ffentlichen Interesse und
Ausubung offentlicher Gewalt sowie dem Schutz lebenswichtiger Interessen treten bei uns in der
Regel nicht auf. Soweit eine solche Rechtsgrundlage doch einschlagig sein sollte, wird diese an der
entsprechenden Stelle ausgewiesen.

Zusatzlich zu der EU-Verordnung gelten auch noch nationale Gesetze:

« In Osterreich ist dies das Bundesgesetz zum Schutz natiirlicher Personen bei der
Verarbeitung personenbezogener Daten (Datenschutzgesetz), kurz DSG.
* In Deutschland gilt das Bundesdatenschutzgesetz, kurz BDSG.

Sofern weitere regionale oder nationale Gesetze zur Anwendung kommen, informieren wir Sie in
den folgenden Abschnitten daruber.

Kontaktdaten des Verantwortlichen

Sollten Sie Fragen zum Datenschutz oder zur Verarbeitung personenbezogener Daten haben,
finden Sie nachfolgend die Kontaktdaten des Verantwortlichen gemal? Artikel 4 Absatz 7 EU-
Datenschutz-Grundverordnung (DSGVO):

Rudolf Kolleritsch

Gersthofer StraRe 12/2/6, 1180 Wien, Osterreich

Vertretungsberechtigt: Rudolf Kolleritsch

E-Mail: rudolf.kolleritsch@gmx.at

Telefon: +43 680 301 62 63

Impressum: https://www.kojill.com/impressum/

Kontaktdaten des Datenschutzbeauftragten

Nachfolgend finden Sie die Kontaktdaten des Datenschutzbeauftragten:

Rudolf Kolleritsch
Gersthofer StraRe 12/2/6, 1180 Wien, Osterreich

E-Mail: rudolf.kolleritsch@gmx.at
Telefon: +43 680 301 62 63



mailto:rudolf.kolleritsch@gmx.at
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Speicherdauer

Dass wir personenbezogene Daten nur so lange speichern, wie es fur die Bereitstellung unserer
Dienstleistungen und Produkte unbedingt notwendig ist, gilt als generelles Kriterium bei uns. Das
bedeutet, dass wir personenbezogene Daten I6schen, sobald der Grund fur die Datenverarbeitung
nicht mehr vorhanden ist. In einigen Fallen sind wir gesetzlich dazu verpflichtet, bestimmte Daten
auch nach Wegfall des ursprungliches Zwecks zu speichern, zum Beispiel zu Zwecken der
Buchfuhrung.

Sollten Sie die Loschung Ihrer Daten winschen oder die Einwilligung zur Datenverarbeitung
widerrufen, werden die Daten so rasch wie moglich und soweit keine Pflicht zur Speicherung
besteht, geldscht.

Uber die konkrete Dauer der jeweiligen Datenverarbeitung informieren wir Sie weiter unten, sofern
wir weitere Informationen dazu haben.

Rechte laut Datenschutz-Grundverordnung

Gemal Artikel 13, 14 DSGVO informieren wir Sie Uber die folgenden Rechte, die Ihnen zustehen,
damit es zu einer fairen und transparenten Verarbeitung von Daten kommt:

e Sie haben laut Artikel 15 DSGVO ein Auskunftsrecht dartber, ob wir Daten von Ihnen
verarbeiten. Sollte das zutreffen, haben Sie Recht darauf eine Kopie der Daten zu erhalten
und die folgenden Informationen zu erfahren:

o zu welchem Zweck wir die Verarbeitung durchfuhren;

o die Kategorien, also die Arten von Daten, die verarbeitet werden;

o wer diese Daten erhalt und wenn die Daten an Drittlander Ubermittelt werden, wie die
Sicherheit garantiert werden kann;

o wie lange die Daten gespeichert werden;

o das Bestehen des Rechts auf Berichtigung, Lschung oder Einschrankung der
Verarbeitung und dem Widerspruchsrecht gegen die Verarbeitung;

o dass Sie sich bei einer Aufsichtsbehorde beschweren konnen (Links zu diesen Behorden
finden Sie weiter unten);

o die Herkunft der Daten, wenn wir sie nicht bei Ihnen erhoben haben;

o ob Profiling durchgefuhrt wird, ob also Daten automatisch ausgewertet werden, um zu
einem personlichen Profil von IThnen zu gelangen.

e Sie haben laut Artikel 16 DSGVO ein Recht auf Berichtigung der Daten, was bedeutet, dass wir
Daten richtig stellen mussen, falls Sie Fehler finden.

e Sie haben laut Artikel 17 DSGVO das Recht auf Loschung (,Recht auf Vergessenwerden”), was
konkret bedeutet, dass Sie die Léschung Ihrer Daten verlangen durfen.

e Sie haben laut Artikel 18 DSGVO das Recht auf Einschrankung der Verarbeitung, was
bedeutet, dass wir die Daten nur mehr speichern durfen aber nicht weiter verwenden.

e Sie haben laut Artikel 20 DSGVO das Recht auf Datenubertragbarkeit, was bedeutet, dass wir
Ihnen auf Anfrage Ihre Daten in einem gangigen Format zur Verflugung stellen.

e Sie haben laut Artikel 21 DSGVO ein Widerspruchsrecht, welches nach Durchsetzung eine



Anderung der Verarbeitung mit sich bringt.

o Wenn die Verarbeitung Ihrer Daten auf Artikel 6 Abs. 1 lit. e (6ffentliches Interesse,
Ausubung offentlicher Gewalt) oder Artikel 6 Abs. 1 lit. f (berechtigtes Interesse) basiert,
kénnen Sie gegen die Verarbeitung Widerspruch einlegen. Wir prafen danach so rasch
wie moglich, ob wir diesem Widerspruch rechtlich nachkommen kénnen.

o Werden Daten verwendet, um Direktwerbung zu betreiben, kdnnen Sie jederzeit gegen
diese Art der Datenverarbeitung widersprechen. Wir durfen lhre Daten danach nicht
mehr fur Direktmarketing verwenden.

o Werden Daten verwendet, um Profiling zu betreiben, kdnnen Sie jederzeit gegen diese
Art der Datenverarbeitung widersprechen. Wir durfen lhre Daten danach nicht mehr fur
Profiling verwenden.

* Sie haben laut Artikel 22 DSGVO unter Umstanden das Recht, nicht einer ausschlief3lich auf
einer automatisierten Verarbeitung (zum Beispiel Profiling) beruhenden Entscheidung
unterworfen zu werden.

* Sie haben laut Artikel 77 DSGVO das Recht auf Beschwerde. Das heil3t, Sie kdnnen sich
jederzeit bei der Datenschutzbehdrde beschweren, wenn Sie der Meinung sind, dass die
Datenverarbeitung von personenbezogenen Daten gegen die DSGVO verstol3t.

Kurz gesagt: Sie haben Rechte - zdgern Sie nicht, die oben gelistete verantwortliche Stelle bei uns
zu kontaktieren!

Wenn Sie glauben, dass die Verarbeitung lhrer Daten gegen das Datenschutzrecht verstol3t oder
Ihre datenschutzrechtlichen Anspriche in sonst einer Weise verletzt worden sind, kdnnen Sie sich
bei der Aufsichtsbehérde beschweren. Diese ist fir Osterreich die Datenschutzbehérde, deren
Website Sie unter https://www.dsb.gv.at/ finden. In Deutschland gibt es fur jedes Bundesland einen
Datenschutzbeauftragten. Fir nahere Informationen kdnnen Sie sich an die Bundesbeauftragte ftir
den Datenschutz und die Informationsfreiheit (BfDI) wenden. Fir unser Unternehmen ist die
folgende lokale Datenschutzbehdrde zustandig:

Osterreich Datenschutzbehérde

Leiter: Dr. Matthias Schmidl

Adresse: Barichgasse 40-42, 1030 Wien
Telefonnr.: +43 1 52 152-0
E-Mail-Adresse: dsb@dsb.gv.at
Website: https://www.dsb.gv.at/

Datenubertragung in Drittlander

Wir Ubertragen oder verarbeiten Daten nur dann in Lander aulBerhalb des Geltungsbereichs der
DSGVO (Drittlander), wenn Sie in diese Verarbeitung einwilligen oder eine sonstige gesetzliche
Erlaubnis besteht. Dies trifft insbesondere zu, wenn die Verarbeitung gesetzlich vorgeschrieben
oder zur Erfallung eines Vertragsverhaltnisses notwendig und in jedem Fall nur soweit dies generell
erlaubt ist. Ihre Zustimmung ist in den meisten Fallen der wichtigste Grund, dass wir Daten in
Drittlandern verarbeiten lassen. Die Verarbeitung personenbezogener Daten in Drittlandern wie
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den USA, wo viele Softwarehersteller Dienstleistungen anbieten und lhre Serverstandorte haben,
kann bedeuten, dass personenbezogene Daten auf unerwartete Weise verarbeitet und gespeichert
werden.

Wir weisen ausdrucklich darauf hin, dass nach Meinung des Europaischen Gerichtshofs derzeit nur
dann ein angemessenes Schutzniveau fur den Datentransfer in die USA besteht, wenn ein US-
Unternehmen, das personenbezogene Daten von EU-Burgern in den USA verarbeitet, aktiver
Teilnehmer des EU-US Data Privacy Frameworks ist. Mehr Informationen dazu finden Sie unter:
https://commission.europa.eu/document/fa09cbad-dd7d-4684-ae60-be03fcb0fddf en

Die Datenverarbeitung durch US-Dienste, die nicht aktive Teilnehmer des EU-US Data Privacy
Frameworks sind, kann dazu fuhren, dass gegebenenfalls Daten nicht anonymisiert verarbeitet und
gespeichert werden. Ferner kdnnen gegebenenfalls US-amerikanische staatliche Behoérden Zugriff
auf einzelne Daten nehmen. Zudem kann es vorkommen, dass erhobene Daten mit Daten aus
anderen Diensten desselben Anbieters, sofern Sie ein entsprechendes Nutzerkonto haben,
verknUpft werden. Nach Méglichkeit versuchen wir Serverstandorte innerhalb der EU zu nutzen,
sofern das angeboten wird.

Wir informieren Sie an den passenden Stellen dieser Datenschutzerklarung genauer Uber
Datenubertragung in Drittlander, sofern diese zutrifft.

Sicherheit der Datenverarbeitung

Um personenbezogene Daten zu schitzen, haben wir sowohl technische als auch organisatorische
Malinahmen umgesetzt. Wo es uns moglich ist, verschlisseln oder pseudonymisieren wir
personenbezogene Daten. Dadurch machen wir es im Rahmen unserer Moglichkeiten so schwer
wie moglich, dass Dritte aus unseren Daten auf personliche Informationen schlieBen kdnnen.

Art. 25 DSGVO spricht hier von “Datenschutz durch Technikgestaltung und durch
datenschutzfreundliche Voreinstellungen” und meint damit, dass man sowohl bei Software (z. B.
Formularen) also auch Hardware (z. B. Zugang zum Serverraum) immer an Sicherheit denkt und
entsprechende Malinahmen setzt. Im Folgenden gehen wir, falls erforderlich, noch auf konkrete
MalBnahmen ein.

TLS-Verschlusselung mit https

TLS, Verschlusselung und https klingen sehr technisch und sind es auch. Wir verwenden HTTPS (das
Hypertext Transfer Protocol Secure steht fur ,sicheres Hypertext-Ubertragungsprotokoll), um
Daten abhdrsicher im Internet zu Ubertragen.

Das bedeutet, dass die komplette Ubertragung aller Daten von Ihrem Browser zu unserem
Webserver abgesichert ist - niemand kann “mithéren”.

Damit haben wir eine zusatzliche Sicherheitsschicht eingefuhrt und erfullen den Datenschutz durch
Technikgestaltung (Artikel 25 Absatz 1 DSGVO). Durch den Einsatz von TLS (Transport Layer
Security), einem Verschlusselungsprotokoll zur sicheren Datentbertragung im Internet, kdnnen wir
den Schutz vertraulicher Daten sicherstellen.

Sie erkennen die Benutzung dieser Absicherung der Datenubertragung am kleinen Schlosssymbol
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o links oben im Browser, links von der Internetadresse (z. B. beispielseite.de) und der Verwendung
des Schemas https (anstatt http) als Teil unserer Internetadresse.

Wenn Sie mehr zum Thema Verschlusselung wissen mochten, empfehlen wir die Google Suche
nach “Hypertext Transfer Protocol Secure wiki” um gute Links zu weiterfuhrenden Informationen zu
erhalten.

Kommunikation

Kommunikation Zusammenfassung

28 Betroffene: Alle, die mit uns per Telefon, E-Mail oder Online-Formular kommunizieren

B Verarbeitete Daten: z. B. Telefonnummer, Name, E-Mail-Adresse, eingegebene
Formulardaten. Mehr Details dazu finden Sie bei der jeweils eingesetzten Kontaktart

w Zweck: Abwicklung der Kommunikation mit Kunden, Geschaftspartnern usw.
Speicherdauer: Dauer des Geschaftsfalls und der gesetzlichen Vorschriften
Rechtsgrundlagen: Art. 6 Abs. 1 lit. a DSGVO (Einwilligung), Art. 6 Abs. 1 lit. b DSGVO (Vertrag),
Art. 6 Abs. 1 lit. f DSGVO (Berechtigte Interessen)

Wenn Sie mit uns Kontakt aufnehmen und per Telefon, E-Mail oder Online-Formular
kommunizieren, kann es zur Verarbeitung personenbezogener Daten kommen.

Die Daten werden fur die Abwicklung und Bearbeitung Ihrer Frage und des damit
zusammenhangenden Geschaftsvorgangs verarbeitet. Die Daten wahrend eben solange
gespeichert bzw. solange es das Gesetz vorschreibt.

Betroffene Personen

Von den genannten Vorgangen sind alle betroffen, die Uber die von uns bereit gestellten
Kommunikationswege den Kontakt zu uns suchen.

Telefon

Wenn Sie uns anrufen, werden die Anrufdaten auf dem jeweiligen Endgerat und beim eingesetzten
Telekommunikationsanbieter pseudonymisiert gespeichert. AuBerdem kédnnen Daten wie Name
und Telefonnummer im Anschluss per E-Mail versendet und zur Anfragebeantwortung gespeichert
werden. Die Daten werden geldscht, sobald der Geschaftsfall beendet wurde und es gesetzliche
Vorgaben erlauben.

E-Mail

Wenn Sie mit uns per E-Mail kommunizieren, werden Daten gegebenenfalls auf dem jeweiligen
Endgerat (Computer, Laptop, Smartphone,...) gespeichert und es kommt zur Speicherung von
Daten auf dem E-Mail-Server. Die Daten werden geldscht, sobald der Geschaftsfall beendet wurde
und es gesetzliche Vorgaben erlauben.



Online Formulare

Wenn Sie mit uns mittels Online-Formular kommunizieren, werden Daten auf unserem Webserver
gespeichert und gegebenenfalls an eine E-Mail-Adresse von uns weitergeleitet. Die Daten werden
geldscht, sobald der Geschaftsfall beendet wurde und es gesetzliche Vorgaben erlauben.

Rechtsgrundlagen

Die Verarbeitung der Daten basiert auf den folgenden Rechtsgrundlagen:

e Art. 6 Abs. 1 lit. a DSGVO (Einwilligung): Sie geben uns die Einwilligung Ihre Daten zu
speichern und weiter fur den Geschaftsfall betreffende Zwecke zu verwenden;

e Art. 6 Abs. 1 lit. b DSGVO (Vertrag): Es besteht die Notwendigkeit fur die Erfullung eines
Vertrags mit lhnen oder einem Auftragsverarbeiter wie z. B. dem Telefonanbieter oder wir
mussen die Daten fur vorvertragliche Tatigkeiten, wie z. B. die Vorbereitung eines Angebots,
verarbeiten;

e Art. 6 Abs. 1 lit. f DSGVO (Berechtigte Interessen): Wir wollen Kundenanfragen und
geschaftliche Kommunikation in einem professionellen Rahmen betreiben. Dazu sind gewisse
technische Einrichtungen wie z. B. E-Mail-Programme, Exchange-Server und
Mobilfunkbetreiber notwendig, um die Kommunikation effizient betreiben zu kénnen.

Auftragsverarbeitungsvertrag (AVV)

In diesem Abschnitt mochten wir Ihnen erklaren, was ein Auftragsverarbeitungsvertrag ist und
warum dieser bendtigt wird. Weil das Wort “Auftragsverarbeitungsvertrag” ein ziemlicher
Zungenbrecher ist, werden wir hier im Text auch 6fters nur das Akronym AVV benutzen. Wie die
meisten Unternehmen arbeiten wir nicht alleine, sondern nehmen auch selbst Dienstleistungen
anderer Unternehmen oder Einzelpersonen in Anspruch. Durch die Einbeziehung verschiedener
Unternehmen bzw. Dienstleister kann es sein, dass wir personenbezogene Daten zur Verarbeitung
weitergeben. Diese Partner fungieren dann als Auftragsverarbeiter, mit denen wir einen Vertrag,
den sogenannten Auftragsverarbeitungsvertrag (AVV), abschlieen. Fur Sie am wichtigsten zu
wissen ist, dass die Verarbeitung Ihrer personenbezogenen Daten ausschlie8lich nach unserer
Weisung erfolgt und durch den AVV geregelt werden muss.

Wer sind Auftragsverarbeiter?

Wir sind als Unternehmen und Websiteinhaber fur alle Daten, die wir von Ihnen verarbeiten
verantwortlich. Neben den Verantwortlichen kann es auch sogenannte Auftragsverarbeiter geben.
Dazu zahlt jedes Unternehmen bzw. jede Person, die in unserem Auftrag personenbezogene Daten
verarbeitet. Genauer und nach der DSGVO-Definition gesagt: jede naturliche oder juristische
Person, Behorde, Einrichtung oder eine andere Stelle, die in unserem Auftrag personenbezogene
Daten verarbeitet, gilt als Auftragsverarbeiter. Auftragsverarbeiter kdnnen folglich Dienstleister wie
Hosting- oder Cloudanbieter, Bezahlungs- oder Newsletter-Anbieter oder grol3e Unternehmen wie
beispielsweise Google oder Microsoft sein.

Zur besseren Verstandlichkeit der Begrifflichkeiten hier ein Uberblick Gber die drei Rollen in der



DSGVO:

Betroffener (Sie als Kunde oder Interessent) 0 Verantwortlicher (wir als Unternehmen und
Auftraggeber) O Auftragsverarbeiter (Dienstleister wie z. B. Webhoster oder Cloudanbieter)

Inhalt eines Auftragsverarbeitungsvertrages

Wie bereits oben erwahnt, haben wir mit unseren Partnern, die als Auftragsverarbeiter fungieren,
einen AVV abgeschlossen. Darin wird allen voran festgehalten, dass der Auftragsverarbeiter die zu
bearbeitenden Daten ausschlieRlich gemal3 der DSGVO verarbeitet. Der Vertrag muss schriftlich
abgeschlossen werden, allerdings gilt in diesem Zusammenhang auch der elektronische
Vertragsabschluss als ,schriftlich”. Erst auf der Grundlage des Vertrags erfolgt die Verarbeitung der
personenbezogenen Daten. Im Vertrag muss folgendes enthalten sein:

Bindung an uns als Verantwortlichen

Pflichten und Rechte des Verantwortlichen
Kategorien betroffener Personen

Art der personenbezogenen Daten

e Art und Zweck der Datenverarbeitung

* Gegenstand und Dauer der Datenverarbeitung
e Durchfuhrungsort der Datenverarbeitung

Weiters enthalt der Vertrag alle Pflichten des Auftragsverarbeiters. Die wichtigsten Pflichten sind:

Malinahmen zur Datensicherheit zu gewahrleisten
mogliche technische und organisatorischen Mallnahmen zu treffen, um die Rechte der
betroffenen Person zu schitzen

ein Daten-Verarbeitungsverzeichnis zu fuhren

auf Anfrage der Datenschutz-Aufsichtsbehdrde mit dieser zusammenzuarbeiten

eine Risikoanalyse in Bezug auf die erhaltenen personenbezogenen Daten durchzufthren
Sub-Auftragsverarbeiter dirfen nur mit schriftlicher Genehmigung des Verantwortlichen
beauftragt werden

Wie so eine AVV konkret aussieht, kdnnen Sie sich beispielsweise unter
https://www.wko.at/service/wirtschaftsrecht-gewerberecht/eu-dsgvo-mustervertrag-auftragsverarb
eitung.html ansehen. Hier wird ein Mustervertrag vorgestellt.

Cookies

Cookies Zusammenfassung

22 Betroffene: Besucher der Website

w Zweck: abhangig vom jeweiligen Cookie. Mehr Details dazu finden Sie weiter unten bzw. beim Hersteller
der Software, der das Cookie setzt.

B Verarbeitete Daten: Abhéngig vom jeweils eingesetzten Cookie. Mehr Details dazu finden Sie weiter
unten bzw. beim Hersteller der Software, der das Cookie setzt.

Speicherdauer: abhangig vom jeweiligen Cookie, kann von Stunden bis hin zu Jahren variieren
Rechtsgrundlagen: Art. 6 Abs. 1 lit. a DSGVO (Einwilligung), Art. 6 Abs. 1 lit.f DSGVO (Berechtigte Interessen)



https://www.wko.at/service/wirtschaftsrecht-gewerberecht/eu-dsgvo-mustervertrag-auftragsverarbeitung.html
https://www.wko.at/service/wirtschaftsrecht-gewerberecht/eu-dsgvo-mustervertrag-auftragsverarbeitung.html

Was sind Cookies?

Unsere Website verwendet HTTP-Cookies, um nutzerspezifische Daten zu speichern.
Im Folgenden erklaren wir, was Cookies sind und warum Sie genutzt werden, damit Sie die folgende
Datenschutzerklarung besser verstehen.

Immer wenn Sie durch das Internet surfen, verwenden Sie einen Browser. Bekannte Browser sind
beispielsweise Chrome, Safari, Firefox, Internet Explorer und Microsoft Edge. Die meisten Websites
speichern kleine Text-Dateien in Inrem Browser. Diese Dateien nennt man Cookies.

Eines ist nicht von der Hand zu weisen: Cookies sind echt nutzliche Helferlein. Fast alle Websites
verwenden Cookies. Genauer gesprochen sind es HTTP-Cookies, da es auch noch andere Cookies
far andere Anwendungsbereiche gibt. HTTP-Cookies sind kleine Dateien, die von unserer Website
auf IThrem Computer gespeichert werden. Diese Cookie-Dateien werden automatisch im Cookie-
Ordner, quasi dem “Hirn” Ihres Browsers, untergebracht. Ein Cookie besteht aus einem Namen und
einem Wert. Bei der Definition eines Cookies mussen zusatzlich ein oder mehrere Attribute
angegeben werden.

Cookies speichern gewisse Nutzerdaten von Ihnen, wie beispielsweise Sprache oder personliche
Seiteneinstellungen. Wenn Sie unsere Seite wieder aufrufen, Gbermittelt Inr Browser die
.userbezogenen” Informationen an unsere Seite zurtck. Dank der Cookies weil3 unsere Website,
wer Sie sind und bietet Ihnen die Einstellung, die Sie gewohnt sind. In einigen Browsern hat jedes
Cookie eine eigene Datei, in anderen wie beispielsweise Firefox sind alle Cookies in einer einzigen
Datei gespeichert.

Die folgende Grafik zeigt eine mdgliche Interaktion zwischen einem Webbrowser wie z. B. Chrome
und dem Webserver. Dabei fordert der Webbrowser eine Website an und erhalt vom Server ein
Cookie zurlck, welches der Browser erneut verwendet, sobald eine andere Seite angefordert wird.

Browser fordert eine Website an

Webserver liefert die Website und ein Cookie

Browser wie z. B. Chrome Websiteinhalt
oder Firefox mit der man Webserver der Website
sich Websites ansieht

Browser fordert noch eine Seite der Website an

Es gibt sowohl Erstanbieter Cookies als auch Drittanbieter-Cookies. Erstanbieter-Cookies werden
direkt von unserer Seite erstellt, Drittanbieter-Cookies werden von Partner-Websites (z.B. Google
Analytics) erstellt. Jedes Cookie ist individuell zu bewerten, da jedes Cookie andere Daten speichert.



Auch die Ablaufzeit eines Cookies variiert von ein paar Minuten bis hin zu ein paar Jahren. Cookies
sind keine Software-Programme und enthalten keine Viren, Trojaner oder andere ,Schadlinge”.
Cookies kdnnen auch nicht auf Informationen Ihres PCs zugreifen.

So kénnen zum Beispiel Cookie-Daten aussehen:

Name: _ga

Wert: GA1.2.1326744211.152113093265-9
Verwendungszweck: Unterscheidung der Websitebesucher
Ablaufdatum: nach 2 Jahren

Diese Mindestgrof3en sollte ein Browser unterstutzen kénnen:

e Mindestens 4096 Bytes pro Cookie
e Mindestens 50 Cookies pro Domain
e Mindestens 3000 Cookies insgesamt

Welche Arten von Cookies gibt es?

Die Frage welche Cookies wir im Speziellen verwenden, hangt von den verwendeten Diensten ab
und wird in den folgenden Abschnitten der Datenschutzerklarung geklart. An dieser Stelle mochten
wir kurz auf die verschiedenen Arten von HTTP-Cookies eingehen.

Man kann 4 Arten von Cookies unterscheiden:

Unerlassliche Cookies

Diese Cookies sind nétig, um grundlegende Funktionen der Website sicherzustellen. Zum Beispiel
braucht es diese Cookies, wenn ein User ein Produkt in den Warenkorb legt, dann auf anderen
Seiten weitersurft und spater erst zur Kasse geht. Durch diese Cookies wird der Warenkorb nicht
geldscht, selbst wenn der User sein Browserfenster schlief3t.

ZweckmanRige Cookies

Diese Cookies sammeln Infos Uber das Userverhalten und ob der User etwaige Fehlermeldungen
bekommt. Zudem werden mithilfe dieser Cookies auch die Ladezeit und das Verhalten der Website
bei verschiedenen Browsern gemessen.

Zielorientierte Cookies
Diese Cookies sorgen fur eine bessere Nutzerfreundlichkeit. Beispielsweise werden eingegebene
Standorte, SchriftgréBen oder Formulardaten gespeichert.

Werbe-Cookies
Diese Cookies werden auch Targeting-Cookies genannt. Sie dienen dazu dem User individuell
angepasste Werbung zu liefern. Das kann sehr praktisch, aber auch sehr nervig sein.

Ublicherweise werden Sie beim erstmaligen Besuch einer Website gefragt, welche dieser
Cookiearten Sie zulassen mochten. Und naturlich wird diese Entscheidung auch in einem Cookie
gespeichert.



Wenn Sie mehr Uber Cookies wissen mdchten und technische Dokumentationen nicht scheuen,
empfehlen wir https://datatracker.ietf.org/doc/html/rfc6265, dem Request for Comments der
Internet Engineering Task Force (IETF) namens “HTTP State Management Mechanism”.

Zweck der Verarbeitung uiber Cookies

Der Zweck ist letztendlich abhangig vom jeweiligen Cookie. Mehr Details dazu finden Sie weiter
unten bzw. beim Hersteller der Software, die das Cookie setzt.

Welche Daten werden verarbeitet?

Cookies sind kleine Gehilfen fur viele verschiedene Aufgaben. Welche Daten in Cookies gespeichert
werden, kann man leider nicht verallgemeinern, aber wir werden Sie im Rahmen der folgenden
Datenschutzerklarung Uber die verarbeiteten bzw. gespeicherten Daten informieren.

Speicherdauer von Cookies

Die Speicherdauer hangt vom jeweiligen Cookie ab und wird weiter unter prazisiert. Manche
Cookies werden nach weniger als einer Stunde geldscht, andere kénnen mehrere Jahre auf einem
Computer gespeichert bleiben.

Sie haben aulBerdem selbst Einfluss auf die Speicherdauer. Sie kénnen Uber ihren Browser
samtliche Cookies jederzeit manuell [6schen (siehe auch unten “Widerspruchsrecht”). Ferner
werden Cookies, die auf einer Einwilligung beruhen, spatestens nach Widerruf Ihrer Einwilligung
geldscht, wobei die Rechtmaligkeit der Speicherung bis dahin unberihrt bleibt.

Widerspruchsrecht - wie kann ich Cookies I6schen?

Wie und ob Sie Cookies verwenden wollen, entscheiden Sie selbst. Unabhangig von welchem
Service oder welcher Website die Cookies stammen, haben Sie immer die Mdglichkeit Cookies zu
|6schen, zu deaktivieren oder nur teilweise zuzulassen. Zum Beispiel kdnnen Sie Cookies von
Drittanbietern blockieren, aber alle anderen Cookies zulassen.

Wenn Sie feststellen mochten, welche Cookies in Ihrem Browser gespeichert wurden, wenn Sie
Cookie-Einstellungen andern oder I6schen wollen, kdnnen Sie dies in Ihren Browser-Einstellungen
finden:

Chrome: Cookies in Chrome |l6schen, aktivieren und verwalten

Safari: Verwalten von Cookies und Websitedaten mit Safari

Firefox: Cookies |6schen, um Daten zu entfernen, die Websites auf Ihnrem Computer abgelegt haben

Internet Explorer: Loschen und Verwalten von Cookies

Microsoft Edge: L6schen und Verwalten von Cookies

Falls Sie grundsatzlich keine Cookies haben wollen, kénnen Sie Ihren Browser so einrichten, dass er


https://datatracker.ietf.org/doc/html/rfc6265
https://support.google.com/chrome/answer/95647?tid=113093265
https://support.apple.com/de-at/guide/safari/sfri11471/mac?tid=113093265
https://support.mozilla.org/de/kb/cookies-und-website-daten-in-firefox-loschen?tid=113093265
https://support.microsoft.com/de-de/windows/l%C3%B6schen-und-verwalten-von-cookies-168dab11-0753-043d-7c16-ede5947fc64d?tid=113093265
https://support.microsoft.com/de-de/microsoft-edge/cookies-in-microsoft-edge-l%C3%B6schen-63947406-40ac-c3b8-57b9-2a946a29ae09?tid=113093265

Sie immer informiert, wenn ein Cookie gesetzt werden soll. So kénnen Sie bei jedem einzelnen
Cookie entscheiden, ob Sie das Cookie erlauben oder nicht. Die Vorgangsweise ist je nach Browser
verschieden. Am besten Sie suchen die Anleitung in Google mit dem Suchbegriff “Cookies [6schen
Chrome” oder “Cookies deaktivieren Chrome” im Falle eines Chrome Browsers.

Rechtsgrundlage

Seit 2009 gibt es die sogenannten ,Cookie-Richtlinien”. Darin ist festgehalten, dass das Speichern
von Cookies eine Einwilligung (Artikel 6 Abs. 1 lit. a DSGVO) von lhnen verlangt. Innerhalb der EU-
Lander gibt es allerdings noch sehr unterschiedliche Reaktionen auf diese Richtlinien. In Osterreich
erfolgte aber die Umsetzung dieser Richtlinie in 8 165 Abs. 3 des Telekommunikationsgesetzes
(2021). In Deutschland wurden die Cookie-Richtlinien nicht als nationales Recht umgesetzt.
Stattdessen erfolgte die Umsetzung dieser Richtlinie weitgehend in §8 15 Abs. 3 des
Telemediengesetzes (TMG), welches seit Mai 2024 durch das Digitale-Dienste-Gesetz (DDG) ersetzt
wurde.

Far unbedingt notwendige Cookies, auch soweit keine Einwilligung vorliegt, bestehen berechtigte
Interessen (Artikel 6 Abs. 1 lit. f DSGVO), die in den meisten Fallen wirtschaftlicher Natur sind. Wir
mochten den Besuchern der Website eine angenehme Benutzererfahrung bescheren und dafur
sind bestimmte Cookies oft unbedingt notwendig.

Soweit nicht unbedingt erforderliche Cookies zum Einsatz kommen, geschieht dies nur im Falle
Ihrer Einwilligung. Rechtsgrundlage ist insoweit Art. 6 Abs. 1 lit. a DSGVO.

In den folgenden Abschnitten werden Sie genauer Uber den Einsatz von Cookies informiert, sofern
eingesetzte Software Cookies verwendet.

Kontaktformular

Kontaktdaten Zusammenfassung

28 Betroffene: Websitebesucher, die Daten in ein Kontaktformular eintragen

© Zweck: Bearbeitung von Anfragen und Kommunikation im Rahmen vorvertraglicher
Mallnahmen oder bei bestehendem Interesse an unseren Leistungen

B Verarbeitete Daten: Name, E-Mail-Adresse, Telefonnummer (sofern angegeben), Inhalt der
Nachricht, IP-Adresse, technische Metadaten (z.OB. Zeitstempel, Browserinformationen)
Speicherdauer: Die Daten werden geldscht, sobald sie zur Bearbeitung der Anfrage nicht
mehr erforderlich sind und keine gesetzliche Aufbewahrungspflicht besteht.
Rechtsgrundlagen: Einwilligung (Art. 6 Abs. 1 lit. a DSGVO), Berechtigtes Interesse (Art. 6 Abs. 1
lit. f DSGVO), Vertrag bzw. vorvertragliche MaBnahmen (Art. 6 Abs 1 lit. b DSGVO)

Was ist ein Kontaktformular?

Ein Kontaktformular ist ein Webformular, das Sie auf unserer Website ausfullen kdnnen, um
unkompliziert mit uns in Kontakt zu treten. Dabei werden in der Regel personenbezogene Daten
wie |hr Name, Ihre E-Mail-Adresse und Ihre Nachricht an uns Ubermittelt. Diese Informationen
helfen uns, Ihre Anfragen gezielt zu bearbeiten und mit Ihnen in Kontakt zu treten.



Warum verwenden wir ein Kontaktformular?

Wir bieten ein Kontaktformular an, damit Sie schnell und einfach mit uns kommunizieren kénnen.
Ob es sich um Fragen zu unseren Leistungen, um Feedback oder um sonstige Anliegen handelt -
mit dem Kontaktformular kénnen Sie uns direkt erreichen. Die dabei eingegebenen Daten
verwenden wir ausschlie3lich zur Bearbeitung lhres Anliegens und zur Kontaktaufnahme mit lhnen.
Sollten sich aus dem Kontakt weitere Schritte wie z.0B. eine Angebotslegung oder ein
Vertragsverhaltnis ergeben, verwenden wir die Daten auch dafur.

Welche Daten werden verarbeitet?

Welche Daten konkret verarbeitet werden, hangt davon ab, welche Angaben Sie im
Kontaktformular machen. In der Regel handelt es sich dabei um:

e Name

E-Mail-Adresse

Telefonnummer (optional)

Inhalt der Nachricht

Datum und Uhrzeit der Ubermittlung

IP-Adresse und technische Metadaten (zur Sicherheit und Nachvollziehbarkeit)

Diese Informationen helfen uns, Ihre Anfrage besser einordnen und beantworten zu kénnen.

Wie lange werden die Daten gespeichert?

Daten aus dem Kontaktformular speichern wir nur so lange, wie es fur die Bearbeitung lhres
Anliegens notig ist. Sollte es zu einem geschaftlichen Verhaltnis kommen, gelten die
entsprechenden Speicherfristen wie bei Kundendaten. In besonderen Fallen (z.OB. bei rechtlichen
Auseinandersetzungen) konnen langere Aufbewahrungsfristen gelten.

Rechtsgrundlage

Rechtsgrundlagen fur die Verarbeitung Ihrer Daten Uber das Kontaktformular sind Art. 6 Abs. 1 lit. a
DSGVO (Einwilligung - durch das Absenden des Formulars), Art. 6 Abs. 1 lit. b DSGVO
(vorvertragliche MalBnahmen), sowie Art. 6 Abs. 1 lit. f DSGVO (berechtigtes Interesse - effiziente
Kommunikation und Organisation von Anfragen). Wenn Sie freiwillig besondere Kategorien
personenbezogener Daten angeben, erfolgt die Verarbeitung gemal3 Art. 9 Abs. 2 lit. a DSGVO
(Einwilligung).

Kundendaten

Kundendaten Zusammenfassung

228 Betroffene: Kunden bzw. Geschafts- und Vertragspartner

& Zweck: Erbringung der vertraglich oder vorvertraglich vereinbarten Leistungen einschlieBlich zugehérige Kommunikation

& Verarbeitete Daten: Name, Adresse, Kontaktdaten, E-Mail-Adresse, Telefonnummer, Zahlungsinformationen (wie z. B. Rechnungen
und Bankdaten), Vertragsdaten (wie z. B. Laufzeit und Gegenstand des Vertrags), IP-Adresse, Bestelldaten

7 Speicherdauer: die Daten werden geléscht, sobald sie zur Erbringung unserer geschaftlichen Zwecke nicht mehr erforderlich sind
und es keine gesetzliche Aufbewahrungspflicht gibt.

Rechtsgrundlagen: Berechtigtes Interesse (Art. 6 Abs. 1 lit. f DSGVO), Vertrag (Art. 6 Abs 1 lit. b DSGVO)




Was sind Kundendaten?

Damit wir unser Service bzw. unsere vertraglichen Leistungen anbieten kénnen, verarbeiten wir
auch Daten unserer Kunden und Geschéftspartner. Unter diesen Daten befinden sich immer auch
personenbezogene Daten. Unter Kundendaten versteht man alle Informationen, die auf Basis einer
vertraglichen oder vorvertraglichen Zusammenarbeit verarbeitet werden, um die angebotenen
Leistungen erbringen zu kdnnen. Kundendaten sind also alle gesammelten Informationen, die wir
Uber unsere Kunden erheben und verarbeiten.

Warum verarbeiten wir Kundendaten?

Es gibt viele Grinde, warum wir Kundendaten sammeln und verarbeiten. Der wichtigste ist, dass
wir zur Bereitstellung unserer Services einfach verschiedene Daten bendétigen. Manchmal reicht
hier schon lhre E-Mail-Adresse, doch wenn Sie etwa ein Produkt oder eine Dienstleistung erwerben,
bendtigen wir auch Daten wie beispielsweise Name, Adresse, Bankdaten oder Vertragsdaten. Wir
nutzen die Daten in weiterer Folge auch fur Marketing- und Vertriebsoptimierungen, damit wir
insgesamt unser Service fur unsere Kunden verbessern kénnen. Ein weiterer wichtiger Punkt ist
auch unser Kundenservice, der uns stets sehr am Herzen liegt. Wir wollen, dass Sie mit Frage zu
unseren Angeboten jederzeit zu uns kommen kénnen und dafur brauchen wir zumindest Ihre E-
Mail-Adresse.

Welche Daten werden verarbeitet?

Welche Daten genau gespeichert werden, kann an dieser Stelle nur anhand Kategorien
wiedergegeben werden. Dies hangt namlich stets davon ab, welche Leistungen Sie von uns
beziehen. In manchen Fallen geben Sie uns lediglich Ihre E-Mail-Adresse, damit wir beispielsweise
mit Ihnen in Kontakt treten kdnnen oder wir lhre Fragen beantworten kénnen. In anderen Fallen
erwerben Sie ein Produkt oder eine Dienstleistung bei uns und dafur benétigen wir deutlich mehr
Informationen, wie etwa Ihre Kontaktdaten, Zahlungsdaten und Vertragsdaten.

Hier eine Liste moglicher Daten, die wir von lhnen erhalten und verarbeiten:

Name

Kontaktadresse

E-Mail-Adresse

Telefonnummer

Geburtsdatum

Zahlungsdaten (Rechnungen, Bankdaten, Zahlungshistorie etc.)
Vertragsdaten ( Laufzeit, Inhalt)

Nutzungsdaten (besuchte Websites, Zugriffsdaten ect.)
Metadaten (IP-Adresse, Gerate-Informationen)

Wie lange werden die Daten gespeichert?

Sobald wir die Kundendaten zur Erfullung unserer vertraglichen Pflichten und unserer Zwecke nicht
mehr bendtigen und die Daten auch nicht fur mogliche Gewahrleistungs- und Haftungspflichten



ndtig sind, l6schen wir die entsprechenden Kundendaten. Das ist zum Beispiel der Fall, wenn ein
geschaftlicher Vertrag endet. Danach betragt die Verjahrungsfrist in der Regel 3 Jahre, wobei
langere Fristen im Einzelfall moéglich sind. Wir halten uns naturlich auch an die gesetzlichen
Aufbewahrungspflichten. IThre Kundendaten werden ganz sicher nicht an Dritte weitergegeben,
wenn Sie dazu nicht explizit eine Einwilligung erteilt haben.

Rechtsgrundlage

Rechtsgrundlagen fur die Verarbeitung Ihrer Daten sind Art. 6 Abs. 1 lit. a DSGVO (Einwilligung), Art.
6 Abs 1 lit. b DSGVO (Vertrag bzw. vorvertragliche Malinahmen), Art. 6 Abs. 1 lit. f DSGVO
(berechtigte Interessen) und in speziellen Fallen (z. B. bei medizinischen Leistungen) Art. 9 Abs. 2
lit. a. DSGVO (Verarbeitung besonderer Kategorien).

FUr den Fall des Schutzes lebenswichtiger Interessen erfolgt die Datenverarbeitung gemal3 Art. 9
Abs. 2 lit. c. DSGVO. Fur Zwecke der Gesundheitsversorgung, der Arbeitsmedizin, fur die
medizinische Diagnostik, fur die Versorgung oder Behandlung im Gesundheits- oder Sozialbereich
oder fur die Verwaltung von Systemen und Diensten im Gesundheits- oder Sozialbereich erfolgt die
Verarbeitung personenbezogener Daten gemald Art. 9 Abs. 2 lit. h. DSGVO. Wenn Sie freiwillig Daten
der besonderen Kategorien mitteilen, erfolgt die Verarbeitung auf Grundlage von Art. 9 Abs. 2 lit. a.
DSGVO.

Registrierung

Registrierung Zusammenfassung

28 Betroffene: Alle Personen, die sich registrieren, ein Konto anlegen, sich anmelden und das
Konto nutzen.

& Verarbeitete Daten: E-Mail-Adresse, Name, Passwort und weitere Daten, die im Zuge der
Registrierung, Anmeldung und Kontonutzung erhoben werden.

© Zweck: Zurverfugungstellung unserer Dienstleistungen. Kommunikation mit Kunden in
Zusammenhang mit den Dienstleistungen.

7 Speicherdauer: Solange das mit den Texten verbundene Firmenkonto besteht und danach
i.d.R. 3 Jahre.

Rechtsgrundlagen: Art. 6 Abs. 1 lit. b DSGVO (Vertrag), Art. 6 Abs. 1 lit. a DSGVO (Einwilligung),
Art. 6 Abs. 1 lit. f DSGVO (Berechtigte Interessen)

Wenn Sie sich bei uns registrieren, kann es zur Verarbeitung personenbezogener Daten kommen,
sofern Sie Daten mit Personenbezug eingeben bzw. Daten wie die IP-Adresse im Zuge der
Verarbeitung erfasst werden. Was wir mit dem doch recht sperrigen Begriff “personenbezogene
Daten” meinen, kénnen Sie weiter unten nachlesen.

Bitte geben Sie nur solche Daten ein, die wir fir die Registrierung bendétigen und fur die Sie die
Freigabe eines Dritten haben, falls Sie die Registrierung im Namen eines Dritten durchfthren.
Verwenden Sie nach Moglichkeit ein sicheres Passwort, welches Sie sonst nirgends verwenden und
eine E-Mail-Adresse, die Sie regelmalig abrufen.

Im Folgenden informieren wir Sie Gber die genaue Art der Datenverarbeitung, denn Sie sollen sich
bei uns wohl fuhlen!



Was ist eine Registrierung?

Bei einer Registrierung nehmen wir bestimmte Daten von lhnen entgegen und ermdglichen es
Ihnen sich spater bei uns einfach online anzumelden und Ihr Konto bei uns zu verwenden. Ein
Konto bei uns hat den Vorteil, dass Sie nicht jedes Mal alles erneut eingeben mussen. Spart Zeit,
Muhe und verhindert letztendlich Fehler bei der Erbringung unserer Dienstleistungen.

Warum verarbeiten wir personenbezogene Daten?

Kurz gesagt verarbeiten wir personenbezogene Daten, um die Erstellung und Nutzung eines Kontos
bei uns zu ermaéglichen.

Wirden wir das nicht tun, mussten Sie jedes Mal alle Daten eingeben, auf eine Freigabe von uns
warten und alles noch einmal eingeben. Das fanden wir und viele, viele Kunden nicht so gut. Wie
wurden Sie das finden?

Welche Daten werden verarbeitet?

Alle Daten, die Sie im Zuge der Registrierung angegeben haben, bei der Anmeldung eingeben oder
im Rahmen der Verwaltung Ihrer Daten im Konto eingeben.

Bei der Registrierung verarbeiten wir folgende Arten von Daten:

Vorname

Nachname
E-Mail-Adresse
Firmenname

Stral3e + Hausnummer
Wohnort

Postleitzahl

Land

Bei der Anmeldung verarbeiten wir die Daten, die Sie bei der Anmeldung eingeben wie zum Beispiel
Benutzername und Passwort und im Hintergrund erfasste Daten wie Gerateinformationen und IP-
Adressen.

Bei der Kontonutzung verarbeiten wir Daten, die Sie wahrend der Kontonutzung eingeben und
welche im Rahmen der Nutzung unserer Dienstleistungen erstellt werden.

Speicherdauer

Wir speichern die eingegebenen Daten zumindest fur die Zeit, solange das mit den Daten
verknUpfte Konto bei uns besteht und verwendet wird, solange vertragliche Verpflichtungen
zwischen uns bestehen und, wenn der Vertrag endet, bis die jeweiligen Anspruche daraus verjahrt
sind. Daruber hinaus speichern wir Ihre Daten solange und soweit wir gesetzlichen Verpflichtungen
zur Speicherung unterliegen. Danach bewahren wir zum Vertrag gehorige Buchungsbelege
(Rechnungen, Vertragsurkunden, Kontoauszige u.a.) sowie sonstige relevante Geschaftsunterlagen
far die gesetzlich vorgeschriebene Dauer (i.d.R. einige Jahre) auf.



Widerspruchsrecht

Sie haben sich registriert, Daten eingegeben und mochten die Verarbeitung widerrufen? Kein
Problem. Wie Sie oben lesen kénnen, bestehen die Rechte laut Datenschutz-Grundverordnung
auch bei und nach der Registrierung, Anmeldung oder dem Konto bei uns. Kontaktieren Sie den
weiter oben stehenden Verantwortlichen fur Datenschutz, um lhre Rechte wahrzunehmen. Sollten
Sie bereits ein Konto bei uns haben, kénnen Sie Ihre Daten und Texte ganz einfach im Konto
einsehen bzw. verwalten.

Rechtsgrundlage

Mit Durchfihrung des Registrierungsvorgangs treten Sie vorvertraglich an uns heran, um einen
Nutzungsvertrag Uber unsere Plattform zu schlieBen (wenn auch nicht automatisch eine
Zahlungspflicht entsteht). Sie investieren Zeit, um Daten einzugeben und sich zu registrieren und
wir bieten Ihnen unsere Dienstleistungen nach Anmeldung in unserem System und die Einsicht in
Ihr Kundenkonto. Aul3erdem kommen wir unseren vertraglichen Verpflichtungen nach. Schliel3lich
mussen wir registrierte Nutzer bei wichtigen Anderungen per E-Mail am Laufenden halten. Damit
trifft Art. 6 Abs. 1 lit. b DSGVO (Durchfuhrung vorvertraglicher MaBnahmen, Erfullung eines
Vertrags) zu.

Gegebenenfalls holen daruber hinaus auch lhre Einwilligung ein, z.B. wenn Sie freiwillig mehr als
die unbedingt notwendigen Daten angeben oder wir Ihnen Werbung senden durfen. Art. 6 Abs. 1
lit. a DSGVO (Einwilligung) trifft somit zu.

Wir haben aulRerdem ein berechtigtes Interesse, zu wissen, mit wem wir es zu tun haben, um in
bestimmten Fallen in Kontakt zu treten. AuBerdem mussen wir wissen wer unsere Dienstleistungen
in Anspruch nimmt und ob sie so verwendet werden, wie es unsere Nutzungsbedingungen
vorgeben, es trifft also Art. 6 Abs. 1 lit. f DSGVO (Berechtigte Interessen) zu.

Hinweis: folgende Abschnitte sind von Usern (je nach Bedarf) anzuhaken:
Registrierung mit Klarnamen

Da wir im geschaftlichen Betrieb wissen mussen, mit wem wir es zu tun haben, ist die Registrierung
nur mit Ihrem richtigen Namen (Klarnamen) moglich und nicht mit Pseudonymen.

Registrierung mit Pseudonymen

Bei der Registrierung kdnnen Pseudonyme verwendet werden, das heil3t Sie missen sich bei uns
nicht mit Ihrem richtigen Namen registrieren. Damit ist sichergestellt, dass Ihr Name nicht von uns
verarbeitet werden kann.

Speicherung der IP-Adresse

Im Zuge der Registrierung, Anmeldung und Kontonutzung speichern wir aus Sicherheitsgrinden
die IP-Adresse im Hintergrund, um die rechtmaBlige Nutzung feststellen zu kénnen.

Offentliche Profil



Die Nutzerprofile sind 6ffentlich sichtbar, d.h. man kann Teile des Profils auch ohne Angabe von
Benutzername und Passwort im Internet sehen.

2-Faktor-Authentifizierung (2FA)

Eine Zwei-Faktor-Authentifizierung (2FA) bietet zusatzlich Sicherheit bei der Anmeldung, da sie
verhindert, dass man sich z.B. ohne Smartphone anmeldet. Diese technische Malinahme zur
Absicherung lIhres Kontos schutzt Sie also vor dem Verlust von Daten oder unzulassigen Zugriffen
auch wenn Benutzername und Passwort bekannt waren. Welches 2FA zum Einsatz kommt,
erfahren Sie bei der Registrierung, Anmeldung und im Konto selbst.

Website Baukastensysteme Einleitung

Website Baukastensysteme Datenschutzerklarung Zusammenfassung

28 Betroffene: Besucher der Website

© Zweck: Optimierung unserer Serviceleistung

& Verarbeitete Daten: Daten wie etwa technische Nutzungsinformationen wie
Browseraktivitat, Clickstream-Aktivitaten, Sitzungs-Heatmaps sowie Kontaktdaten, IP-Adresse
oder Ihr geografischer Standort. Mehr Details dazu finden Sie weiter unten in dieser
Datenschutzerklarung und in der Datenschutzerkldrung der Anbieter.

Speicherdauer: hangt vom Anbieter ab

Rechtsgrundlagen: Art. 6 Abs. 1 lit. f DSGVO (Berechtigte Interessen), Art. 6 Abs. 1 lit. a DSGVO
(Einwilligung)

Was sind Website Baukastensysteme?

Wir verwenden fur unsere Website ein Website Baukastensystem. Baukastensysteme sind
besondere Formen eines Content-Management-Systems (CMS). Mit einem Baukastensystem
kénnen Websitebetreiber sehr leicht und ohne Programmierkenntnisse eine Website erstellen. In
vielen Fallen bieten auch Webhoster Baukastensysteme an. Durch die Verwendung eines
Baukastensystems kdnnen auch personenbezogene Daten von lhnen erhoben, gespeichert und
verarbeitet werden. In diesem Datenschutztext geben wir Ihnen allgemeine Informationen Uber die
Datenverarbeitung durch Baukastensysteme. Nahere Informationen finden Sie in den
Datenschutzerklarungen des Anbieters.

Warum verwenden wir Website Baukastensysteme fiur unsere Website?

Der grof3te Vorteil eines Baukastensystems ist die einfache Bedienbarkeit. Wir wollen Ihnen eine
klare, einfache und Ubersichtliche Website bieten, die wir selbst - ohne externe Unterstutzung -
problemlos bedienen und warten kénnen. Ein Baukastensystem bietet mittlerweile viele hilfreiche
Funktionen, die wir auch ohne Programmierkenntnisse anwenden kénnen. Dadurch kénnen wir
unsere Webprasenz nach unseren Winschen gestalten und Ihnen eine informative und
angenehme Zeit auf unserer Website bieten.

Welche Daten werden von einem Baukastensystem gespeichert?

Welche Daten genau gespeichert werden hangt naturlich vom verwendeten Website-



Baukastensystem ab. Jeder Anbieter verarbeitet und erhebt unterschiedliche Daten des
Websitebesuchers. Doch in der Regel werden technische Nutzungsinformationen wie etwa etwa
Betriebssystem, Browser, Bildschirmauflosung, Sprach- und Tastatureinstellungen, Hostinganbieter
und das Datum lhres Websitebesuches erhoben. Weiter kdnnen auch Trackingdaten (z.B.
Browseraktivitat, Clickstreamaktivitaten, Sitzungs-Heatmaps u.a.) verarbeitet werden. Zudem
kdnnen auch personenbezogene Daten erfasst und gespeichert werden. Dabei handelt es sich
meistens um Kontaktdaten wie E-Mail-Adresse, Telefonnummer (falls Sie diese angegeben haben),
IP-Adresse und geografischen Standortdaten. Welche Daten genau gespeichert werden, finden Sie
in der Datenschutzerklarung des Anbieters.

Wie lange und wo werden die Daten gespeichert?

Uber die Dauer der Datenverarbeitung informieren wir Sie weiter unten im Zusammenhang mit
dem verwendeten Website Baukastensystem, sofern wir weitere Informationen dazu haben. In den
Datenschutzerklarung des Anbieters finden Sie detaillierte Informationen dartiber. Generell
verarbeiten wir personenbezogene Daten nur so lange wie es fur die Bereitstellung unserer
Dienstleistungen und Produkte unbedingt notwendig ist. Es kann sein, dass der Anbieter nach
eigenen Mal3gaben Daten von lhnen speichert, worauf wir keinen Einfluss haben.

Widerspruchsrecht

Sie haben immer das Recht auf Auskunft, Berichtigung und Léschung Ihrer personenbezogenen
Daten. Bei Fragen kdnnen Sie auch jederzeit Verantwortliche des verwendeten Website
Baukastensystems kontaktieren. Kontaktdaten finden Sie entweder in unserer
Datenschutzerklarung oder auf der Website des entsprechenden Anbieters.

Cookies, die Anbieter fur ihre Funktionen verwenden, kénnen Sie in lhrem Browser |6schen,
deaktivieren oder verwalten. Je nachdem welchen Browser Sie verwenden, funktioniert dies auf
unterschiedliche Art und Weise. Bitte beachten Sie aber, dass dann eventuell nicht mehr alle
Funktionen wie gewohnt funktionieren.

Rechtsgrundlage

Wir haben ein berechtigtes Interesse daran, ein Website Baukastensystem zu verwenden, um
unseren Online-Service zu optimieren und fur Sie effizient und nutzeransprechend darzustellen.
Die dafur entsprechende Rechtsgrundlage ist Art. 6 Abs. 1 lit. f DSGVO (Berechtigte Interessen). Wir
setzen den Baukasten gleichwohl nur ein, soweit Sie eine Einwilligung erteilt haben.

Soweit die Verarbeitung von Daten fur den Betrieb der Webseite nicht unbedingt notwendig ist,
werden die Daten nur auf Grundlage lhrer Einwilligung verarbeitet. Dies betrifft insbesondere
Aktivitaten des Trackings. Rechtsgrundlage ist insoweit Art. 6 Abs. 1 lit. a DSGVO.

Mit dieser Datenschutzerklarung haben wir Ihnen die wichtigsten allgemeinen Informationen rund
um die Datenverarbeitung nahergebracht. Wenn Sie sich diesbezuglich noch genauer informieren
wollen, finden Sie weitere Informationen - sofern vorhanden - in dem folgenden Abschnitt bzw. in
der Datenschutzerklarung des Anbieters.



Wix Datenschutzerklarung

Wix Datenschutzerklarung Zusammenfassung

28 Betroffene: Besucher der Website

w Zweck: Optimierung unserer Serviceleistung

& Verarbeitete Daten: Daten wie etwa technische Nutzungsinformationen wie
Browseraktivitat, Clickstream-Aktivitaten, Sitzungs-Heatmaps sowie Kontaktdaten, IP-Adresse
oder lhr geografischer Standort. Mehr Details dazu finden Sie weiter unten in dieser
Datenschutzerklarung.

Speicherdauer: keine genauen Angaben bekannt

Rechtsgrundlagen: Art. 6 Abs. 1 lit. a DSGVO (Einwilligung), Art. 6 Abs. 1 lit. f DSGVO
(Berechtigte Interessen)

Was ist Wix?

Wir verwenden flur unsere Website den Website-Baukasten Wix des israelischen Unternehmens
Wix.com Ltd., 40 Hanamal Tel Aviv St., Tel Aviv 6350671, Israel. Neben dem Headquarter in Tel Aviv
gibt es noch weitere Firmensitze wie etwa in Berlin, Dublin, Vancouver oder New York. Durch die
Verwendung von Wix kénnen auch personenbezogene Daten von lhnen erhoben, gespeichert und
verarbeitet werden. Mit dieser Datenschutzerklarung wollen wir Ihnen erklaren, warum wir Wix
verwenden, welche Daten wo gespeichert werden und wie Sie diese Datenspeicherung verhindern
kénnen.

Wix ist ein Website-Baukasten, mit dem man HTML5-Websites und Mobile-Websites sehr einfach
erstellen kann. Diese Online-Plattform basiert auf dem Cloudprinzip und man kann damit diverse
Funktionen von Wix oder von Drittanbietern sehr einfach in die eigene Website einbauen.

Warum verwenden wir Wix auf unserer Website?

Fur die Arbeit an unserer Website brauchen wir ein leicht zu bedienendes System, Uber das wir
Ihnen ein schdnes Design und interessante Inhalte schnell und einfach prasentieren kdnnen. Mit
Wix haben wir dafuir das passende System gefunden. Durch die einfache Bedienbarkeit und die
umfassenden Funktionen von Wix kdnnen wir unsere Webprasenz nach unseren Wiinschen
gestalten und Ihnen eine gute Nutzerfreundlichkeit bieten.

Welche Daten werden von Wix gespeichert?

Zu den nicht personenbezogenen Daten gehdren etwa technische Nutzungsinformationen wie
Browseraktivitat, Clickstream-Aktivitaten, Sitzungs-Heatmaps und Daten zu Ihrem Computer,
Betriebssystem, Browser, Bildschirmauflosung, Sprach und Tastatureinstellungen, Internet-
Anbieter sowie Datum des Seitenbesuchs.

Zudem werden auch noch personenbezogene Daten erfasst. Das sind in erster Linie Kontaktdaten
(E-Mail-Adresse oder Telefonnummer, sofern Sie diese angeben), IP-Adresse oder |hr geografischer
Standort.

Mithilfe von Trackingsystemen wie Cookies werden Daten zu Ihrem Verhalten auf unserer Website



erfasst. So wird etwa aufgezeichnet, welche Unterseiten Sie besonders moégen, wie lange Sie sich
auf einzelnen Seiten befinden, wann Sie eine Seite wieder verlassen (Absprungrate) oder auch
welche Voreinstellungen (z.B. Sprachauswabhl) Sie getroffen haben. Auf Basis dieser Daten kann
Wix.com auch ihre Marketingmalinahmen besser an lhre Interessen und an Ihr Userverhalten
anpassen. Wenn Sie das nachste Mal unsere Website besuchen, wird Ihnen folglich unsere Website
so angezeigt, wie Sie sie im Vorfeld eingestellt haben. Wix.com kann auch personenbezogene Daten
an Dritte (wie etwa Servicedienstleister) weitergeben.

Im Folgenden zeigen wir Ihnen beispielhafte Cookies, die von Wix eingesetzt werden:

Name: XSRF-TOKEN

Wert: 1591628008 | PO1ovn-JtsrK

Verwendungszweck: Dieses Cookie ist ein Sicherheitscookie und verhindert sogenannte Cross Site
Request Forgery. Dabei handelt es sich um einen Angriff auf ein Computersystem.

Ablaufdatum: nach Sitzungsende

Name: wixCIDX

Wert: b2474394-b64f-4c7a-a598-16b9043a8938113093265-9

Verwendungszweck: Dieses Cookie ermoglicht Ihnen eine Anmeldung auf unserer Website mit
entsprechender Datenspeicherung, um den Anmeldevorgang das nachste Mal zu verkurzen.
Ablaufdatum: nach 3 Monaten

Name: AWSELB

Wert: EB626B5A40C80CEFDOEB26286F9684716FECD023880992D31DEC38113093265-1
Verwendungszweck: Dieses Cookie wird verwendet, um die Last auf der Website auf mehrere
Server zu verteilen. So wird die Ladegeschwindigkeit der Seite erhoht.

Ablaufdatum: nach einer Stunde

Name: AWSELBCORS

Wert: 85FDC7C91873988D19D2D53305AA8CAB73AF02FCEAEB626B5A40C
Verwendungszweck: Zu diesem Cookie konnten wir noch keine naheren Informationen in
Erfahrung bringen. Sobald wir mehr wissen, werden Sie informiert.

Ablaufdatum: nach einer Stunde

Anmerkung: Bitte beachten Sie, dass es sich bei den oben angezeigten Cookies um Beispiele
handelt und diese Liste keinen Anspruch auf Vollstandigkeit erhebt.

Wie lange und wo werden die Daten gespeichert?

Die Daten konnen auf verschiedenen Servern, die weltweit verteilt sind, gespeichert werden. So
kénnen die Daten etwa in den USA, Irland, Studkorea, Taiwan oder Israel gespeichert werden.
Wix speichert Daten immer so lange, bis diese fur die bereitgestellte Dienstleistung nicht mehr
erforderlich sind. Nahere Angaben zur Dauer der Datenspeicherung konnten wir noch nichtin
Erfahrung bringen.


https://de.wix.com/?tid=113093265
https://de.wix.com/

Wie kann ich meine Daten loschen oder die Datenspeicherung verhindern?

Sie haben jederzeit die Moglichkeit Ihre personenbezogenen Daten zu aktualisieren, zu berichtigen
oder zu l6schen. Dafur kdnnen Sie auch direkt die Abteilung fur Datenschutz bei Wix unter
privacy@wix.com kontaktieren.

Um Cookies zu deaktivieren, zu I6schen oder zu verwalten, mussen Sie lediglich in Inrem Browser
die entsprechenden Einstellungen wahlen. Je nach Browser funktioniert dies etwas anders. Unter
dem Abschnitt ,Cookies” finden Sie die entsprechenden Links zu den jeweiligen Anleitungen der
bekanntesten Browser.

Die Wix.com Ltd. hat den Hauptfirmensitz in Israel. Israel wird von der Europdischen Kommission
als ein Land angesehen, das einen angemessenen Schutz fur personenbezogene Daten von
BuUrgern aus der EU bietet.

Rechtsgrundlage

Wenn Sie eingewilligt haben, dass Wix eingesetzt werden darf, ist die Rechtsgrundlage der
entsprechenden Datenverarbeitung diese Einwilligung. Diese Einwilligung stellt laut Art. 6 Abs. 1
lit. a DSGVO (Einwilligung) die Rechtsgrundlage fur die Verarbeitung personenbezogener Daten,
wie sie bei der Erfassung durch Wix vorkommen kann, dar.

Von unserer Seite besteht zudem ein berechtigtes Interesse, Wix zu verwenden, um unser Online-
Service zu optimieren und fur Sie schon darzustellen. Die dafur entsprechende Rechtsgrundlage ist
Art. 6 Abs. 1 lit. f DSGVO (Berechtigte Interessen). Wir setzen Wix gleichwohl nur ein, soweit Sie
eine Einwilligung erteilt haben.

Als Grundlage der Datenverarbeitung bei Empfangern mit Sitz in Drittstaaten (aulBerhalb der
Europaischen Union, Island, Liechtenstein, Norwegen) oder einer Datenweitergabe dorthin
verwendet Wix von der EU-Kommission genehmigte Standardvertragsklauseln (= Art. 46. Abs. 2 und
3 DSGVO). Diese Klauseln verpflichten Wix, das EU-Datenschutzniveau bei der Verarbeitung
relevanter Daten auch aul3erhalb der EU einzuhalten. Diese Klauseln basieren auf einem
Durchfuhrungsbeschluss der EU-Kommission. Sie finden den Beschluss sowie die Klauseln u.a. hier:
https://eur-lex.europa.eu/eli/dec_impl/2021/914/0j?locale=de

Mit dieser Datenschutzerklarung haben wir Ihnen die wichtigsten Informationen rund um die
Datenverarbeitung durch Wix.com nahergebracht. Wenn Sie sich diesbezuglich noch genauer
informieren wollen, empfehlen wir Ihnen die Datenschutzrichtlinien des Unternehmens unter
https.//de.wix.com/about/privacy.

Auftragsverarbeitungsvertrag (AVV) Wix

Wir haben im Sinne des Artikels 28 der Datenschutz-Grundverordnung (DSGVO) mit Wix einen
Auftragsverarbeitungsvertrag (AVV) abgeschlossen. Was ein AVV genau ist und vor allem was in
einem AVV enthalten sein muss, kdnnen Sie in unserem allgemeinen Abschnitt
~Auftragsverarbeitungsvertrag (AVV)" nachlesen.


mailto:privacy@wix.com
https://eur-lex.europa.eu/eli/dec_impl/2021/914/oj?locale=de
https://de.wix.com/about/privacy?tid=113093265

Dieser Vertrag ist gesetzlich vorgeschrieben, weil Wix in unserem Auftrag personenbezogene Daten
verarbeitet. Darin wird geklart, dass Wix Daten, die sie von uns erhalten, nur nach unserer Weisung
verarbeiten darf und die DSGVO einhalten muss. Den Link zum Auftragsverarbeitungsvertrag (AVV)
finden Sie unter https://de.wix.com/about/privacy-dpa-users.

Messenger & Kommunikation Einleitung

Messenger & Kommunikation Datenschutzerklarung Zusammenfassung

2¢ Betroffene: Besucher der Website

w Zweck: Kontaktanfragen und die allgemeine Kommunikation zwischen uns und lhnen

B Verarbeitete Daten: Daten wie etwa Name, Adresse, E-Mailadresse, Telefonnummer,
allgemeine Inhaltsdaten, gegebenenfalls IP-Adresse

Mehr Details dazu finden Sie bei den jeweils eingesetzten Tools.

Speicherdauer: abhangig von den verwendeten Messenger- & Kommunikationsfunktionen
Rechtsgrundlagen: Art. 6 Abs. 1 lit. a DSGVO (Einwilligung), Art. 6 Abs. 1 lit. f DSGVO
(Berechtigte Interessen), Art. 6 Abs. 1 S. 1 lit. b. DSGVO (vertragliche oder vorvertragliche
Verpflichtungen)

Was sind Messenger- & Kommunikationsfunktionen?

Wir bieten auf unserer Website verschiedene Moglichkeiten (etwa Messenger- und Chatfunktionen,
Online- bzw. Kontaktformulare, E-Mail, Telefon), um mit uns zu kommunizieren. Dabei werden auch
Ilhre Daten, soweit es fur die Beantwortung lhrer Anfrage und unseren darauffolgenden
MalBnahmen nétig ist, verarbeitet und gespeichert.

Wir nutzen neben klassischen Kommunikationsmitteln wie E-Mail, Kontaktformularen oder Telefon
auch Chats bzw. Messenger. Die derzeit am haufigsten verwendete Messenger-Funktion ist
WhatsApp, aber es gibt naturlich speziell fir Websites viele verschiedene Anbieter, die Messenger-
Funktionen anbieten. Wenn Inhalte Ende zu Ende verschlUsselt sind, wird darauf in den einzelnen
Datenschutztexten oder in der Datenschutzerklarung des jeweiligen Anbieters hingewiesen. Eine
Ende-zu-Ende-Verschlisselung bedeutet nichts anders, als dass Inhalte einer Nachricht selbst fur
den Anbieter nicht sichtbar sind. Allerdings kdnnen trotzdem Informationen zu lhrem Gerat,
Standorteinstellungen und andere technische Daten verarbeitet und gespeichert werden.

Warum nutzen wir Messenger- & Kommunikationsfunktionen?

Kommunikationsméglichkeiten mit Ihnen sind fir uns von grol3er Bedeutung. Schliel3lich wollen wir
mit Ihnen sprechen und alle mdglichen Fragen zu unserem Service bestmaoglich beantworten. Eine
gut funktionierende Kommunikation ist bei uns ein wichtiger Teil unserer Dienstleistung. Mit den
praktischen Messenger- & Kommunikationsfunktionen kdnnen Sie jederzeit jene wahlen, die Ihnen
am liebsten sind. In Ausnahmefallen kann es aber auch vorkommen, dass wir bestimmte Fragen
Uber Chat bzw. Messenger nicht beantworten. Das ist der Fall, wenn es etwa um interne
vertragliche Angelegenheiten geht. Hier empfehlen wir andere Kommunikationsméglichkeiten wie
E-Mail oder Telefon.

Wir gehen in der Regel davon aus, dass wir datenschutzrechtlich verantwortlich bleiben, auch wenn


https://de.wix.com/about/privacy-dpa-users

wir Dienste einer Social-Media-Plattform nutzen. Der Europaische Gerichtshof hat jedoch
entschieden, dass in bestimmten Fallen der Betreiber der Social-Media-Plattform zusammen mit
uns gemeinsam verantwortlich im Sinne des Art. 26 DSGVO sein kann. Soweit dies der Fall ist,
weisen wir gesondert darauf hin und arbeiten auf Grundlage einer diesbeziglichen Vereinbarung.
Das Wesentliche der Vereinbarung ist weiter unten bei der betroffenen Plattform wiedergegeben.

Bitte beachten Sie, dass bei der Nutzung unserer eingebauten Elemente auch Daten von lhnen
aullerhalb der Europaischen Union verarbeitet werden kénnen, da viele Anbieter, beispielsweise
Facebook-Messenger oder WhatsApp amerikanische Unternehmen sind. Dadurch kénnen Sie
moglicherweise Ihre Rechte in Bezug auf Ihre personenbezogenen Daten nicht mehr so leicht
einfordern bzw. durchsetzen.

Welche Daten werden verarbeitet?

Welche Daten genau gespeichert und verarbeitet werden, hangt vom jeweiligen Anbieter der
Messenger- & Kommunikationsfunktionen ab. Grundsatzlich handelt es sich um Daten wie etwa
Name, Adresse, Telefonnummer, E-Mailadresse und Inhaltsdaten wie beispielsweise alle
Informationen, die Sie in ein Kontaktformular eingeben. Meistens werden auch Informationen zu
Ihrem Gerat und die IP-Adresse gespeichert. Daten, die Uber eine Messenger- &
Kommunikationsfunktion erhoben werden, werden auch auf den Servern der Anbieter gespeichert.

Wenn Sie genau wissen wollen, welche Daten bei den jeweiligen Anbietern gespeichert und
verarbeitet werden und wie Sie der Datenverarbeitung widersprechen kénnen, sollten Sie die
jeweilige Datenschutzerklarung des Unternehmens sorgfaltig durchlesen.

Wie lange werden Daten gespeichert?

Wie lange die Daten verarbeitet und gespeichert werden, hangt in erster Linie von unseren
verwendeten Tools ab. Weiter unten erfahren Sie mehr Uber die Datenverarbeitung der einzelnen
Tools. In den Datenschutzerklarungen der Anbieter steht Ublicherweise genau, welche Daten wie
lange gespeichert und verarbeitet werden. Grundsatzlich werden personenbezogene Daten nur so
lange verarbeitet, wie es fur die Bereitstellung unserer Dienste nétig ist. Wenn Daten in Cookies
gespeichert werden, variiert die Speicherdauer stark. Die Daten kdnnen gleich nach dem Verlassen
einer Website wieder geldscht werden, sie konnen aber auch Uber mehrere Jahre gespeichert
bleiben. Daher sollten Sie sich jedes einzelnen Cookie im Detail ansehen, wenn Sie Uber die
Datenspeicherung Genaueres wissen wollen. Meistens finden Sie in den Datenschutzerklarungen
der einzelnen Anbieter auch aufschlussreiche Informationen Gber die einzelnen Cookies.

Widerspruchsrecht

Sie haben auch jederzeit das Recht und die Moglichkeit Ihre Einwilligung zur Verwendung von
Cookies bzw. Drittanbietern zu widerrufen. Das funktioniert entweder Uber unser Cookie-
Management-Tool oder Uber andere Opt-Out-Funktionen. Zum Beispiel konnen Sie auch die
Datenerfassung durch Cookies verhindern, indem Sie in Inrem Browser die Cookies verwalten,
deaktivieren oder I6schen. Fur weitere Informationen verweisen wir auf den Abschnitt zur
Einwilligung.



Da bei Messenger- & Kommunikationsfunktionen Cookies zum Einsatz kommen kénnen,
empfehlen wir Ihnen auch unsere allgemeine Datenschutzerklarung tber Cookies. Um zu erfahren,
welche Daten von Ihnen genau gespeichert und verarbeitet werden, sollten Sie die
Datenschutzerklarungen der jeweiligen Tools durchlesen.

Rechtsgrundlage

Wenn Sie eingewilligt haben, dass Daten von lhnen durch eingebundene Messenger- &
Kommunikationsfunktionen verarbeitet und gespeichert werden kdénnen, gilt diese Einwilligung als
Rechtsgrundlage der Datenverarbeitung (Art. 6 Abs. 1 lit. a DSGVO). Wir bearbeiten Ihre Anfrage
und verwalten Ihre Daten im Rahmen vertraglicher oder vorvertraglicher Beziehungen, um unsere
vorvertraglichen und vertraglichen Pflichten zu erfullen bzw. Anfragen zu beantworten. Grundlage
dafur ist Art. 6 Abs. 1 S. 1 lit. b. DSGVO. Grundsatzlich werden Ihre Daten bei Vorliegen einer
Einwilligung auch auf Grundlage unseres berechtigten Interesses (Art. 6 Abs. 1 lit. f DSGVO) an
einer schnellen und guten Kommunikation mit Ihnen oder anderen Kunden und Geschaftspartnern
gespeichert und verarbeitet.

Social Media Einleitung

Social Media Datenschutzerkldarung Zusammenfassung

2% Betroffene: Besucher der Website

w Zweck: Darstellung und Optimierung unserer Serviceleistung, Kontakt zu Besuchern,
Interessenten u.a., Werbung

H Verarbeitete Daten: Daten wie etwa Telefonnummern, E-Mail-Adressen, Kontaktdaten,
Daten zum Nutzerverhalten, Informationen zu lhrem Gerat und lhre IP-Adresse.

Mehr Details dazu finden Sie beim jeweils eingesetzten Social-Media-Tool.
Speicherdauer: abhangig von den verwendeten Social-Media-Plattformen
Rechtsgrundlagen: Art. 6 Abs. 1 lit. a DSGVO (Einwilligung), Art. 6 Abs. 1 lit. f DSGVO
(Berechtigte Interessen)

Was ist Social Media?

Zusatzlich zu unserer Website sind wir auch in diversen Social-Media-Plattformen aktiv. Dabei
kénnen Daten von Usern verarbeitet werden, damit wir gezielt User, die sich fur uns interessieren,
Uber die sozialen Netzwerke ansprechen kdnnen. Dartber hinaus kdnnen auch Elemente einer
Social-Media-Plattform direkt in unsere Website eingebettet sein. Das ist etwa der Fall, wenn Sie
einen sogenannten Social-Button auf unserer Website anklicken und direkt zu unserem Social-
Media-Auftritt weitergeleitet werden. Als sogenannte Sozialen Medien oder Social Media werden
Websites und Apps bezeichnet, uber die angemeldete Mitglieder Inhalte produzieren, Inhalte offen
oder in bestimmten Gruppen austauschen und sich mit anderen Mitgliedern vernetzen kénnen.

Warum nutzen wir Social Media?

Seit Jahren sind Social-Media-Plattformen der Ort, wo Menschen online kommunizieren und in
Kontakt treten. Mit unseren Social-Media-Auftritten kdnnen wir unsere Produkte und
Dienstleistungen Interessenten naherbringen. Die auf unserer Website eingebundenen Social-



Media-Elemente helfen Ihnen, schnell und ohne Komplikationen zu unseren Social-Media-Inhalten
wechseln kdnnen.

Die Daten, die durch lhre Nutzung eines Social-Media-Kanals gespeichert und verarbeitet werden,
haben in erster Linie den Zweck, Webanalysen durchfihren zu kénnen. Ziel dieser Analysen ist es,
genauere und personenbezogene Marketing- und Werbestrategien entwickeln zu kénnen.
Abhangig von Ihrem Verhalten auf einer Social-Media-Plattform, kbnnen mit Hilfe der
ausgewerteten Daten, passende Ruckschlusse auf lhre Interessen getroffen werden und
sogenannte Userprofile erstellt werden. So ist es den Plattformen auch maéglich, Ihnen
maligeschneiderte Werbeanzeigen zu prasentieren. Meistens werden fur diesen Zweck Cookies in
Ihrem Browser gesetzt, die Daten zu lhrem Nutzungsverhalten speichern.

Wir gehen in der Regel davon aus, dass wir datenschutzrechtlich verantwortlich bleiben, auch wenn
wir Dienste einer Social-Media-Plattform nutzen. Der Europaische Gerichtshof hat jedoch
entschieden, dass in bestimmten Fallen der Betreiber der Social-Media-Plattform zusammen mit
uns gemeinsam verantwortlich im Sinne des Art. 26 DSGVO sein kann. Soweit dies der Fall ist,
weisen wir gesondert darauf hin und arbeiten auf Grundlage einer diesbezlglichen Vereinbarung.
Das Wesentliche der Vereinbarung ist dann weiter unten bei der betroffenen Plattform
wiedergegeben.

Bitte beachten Sie, dass bei der Nutzung der Social-Media-Plattformen oder unserer eingebauten
Elemente auch Daten von Ihnen aulRerhalb der Europaischen Union verarbeitet werden kdnnen, da
viele Social-Media-Kanale, beispielsweise Facebook oder Twitter, amerikanische Unternehmen sind.
Dadurch kénnen Sie moéglicherweise Ihre Rechte in Bezug auf Ihre personenbezogenen Daten nicht
mehr so leicht einfordern bzw. durchsetzen.

Welche Daten werden verarbeitet?

Welche Daten genau gespeichert und verarbeitet werden, hangt vom jeweiligen Anbieter der Social-
Media-Plattform ab. Aber fur gewdhnlich handelt es sich um Daten wie etwa Telefonnummern, E-
Mailadressen, Daten, die Sie in ein Kontaktformular eingeben, Nutzerdaten wie zum Beispiel welche
Buttons Sie klicken, wen Sie liken oder wem folgen, wann Sie welche Seiten besucht haben,
Informationen zu Ihrem Gerat und lhre IP-Adresse. Die meisten dieser Daten werden in Cookies
gespeichert. Speziell wenn Sie selbst ein Profil bei dem besuchten Social-Media-Kanal haben und
angemeldet sind, kdnnen Daten mit Ihrem Profil verknUpft werden.

Alle Daten, die Uber eine Social-Media-Plattform erhoben werden, werden auch auf den Servern
der Anbieter gespeichert. Somit haben auch nur die Anbieter Zugang zu den Daten und kénnen
lhnen die passenden Auskinfte geben bzw. Anderungen vornehmen.

Wenn Sie genau wissen wollen, welche Daten bei den Social-Media-Anbietern gespeichert und
verarbeitet werden und wie sie der Datenverarbeitung widersprechen kdnnen, sollten Sie die
jeweilige Datenschutzerklarung des Unternehmens sorgfaltig durchlesen. Auch wenn Sie zur
Datenspeicherung und Datenverarbeitung Fragen haben oder entsprechende Rechte geltend
machen wollen, empfehlen wir IThnen, sich direkt an den Anbieter wenden.



Dauer der Datenverarbeitung

Uber die Dauer der Datenverarbeitung informieren wir Sie weiter unten, sofern wir weitere
Informationen dazu haben. Beispielsweise speichert die Social-Media-Plattform Facebook Daten,
bis sie fur den eigenen Zweck nicht mehr bendtigt werden. Kundendaten, die mit den eigenen
Userdaten abgeglichen werden, werden aber schon innerhalb von zwei Tagen geldscht. Generell
verarbeiten wir personenbezogene Daten nur so lange wie es fur die Bereitstellung unserer
Dienstleistungen und Produkte unbedingt notwendig ist. Wenn es, wie zum Beispiel im Fall von
Buchhaltung, gesetzlich vorgeschrieben ist, kann diese Speicherdauer auch Uberschritten werden.

Widerspruchsrecht

Sie haben auch jederzeit das Recht und die Moglichkeit Ihre Einwilligung zur Verwendung von
Cookies bzw. Drittanbietern wie eingebettete Social-Media-Elemente zu widerrufen. Das
funktioniert entweder Uber unser Cookie-Management-Tool oder Uber andere Opt-Out-Funktionen.
Zum Beispiel konnen Sie auch die Datenerfassung durch Cookies verhindern, indem Sie in Ihrem
Browser die Cookies verwalten, deaktivieren oder [6schen.

Da bei Social-Media-Tools Cookies zum Einsatz kommen kénnen, empfehlen wir Ihnen auch unsere
allgemeine Datenschutzerklarung Uber Cookies. Um zu erfahren, welche Daten von Ihnen genau
gespeichert und verarbeitet werden, sollten Sie die Datenschutzerklarungen der jeweiligen Tools
durchlesen.

Rechtsgrundlage

Wenn Sie eingewilligt haben, dass Daten von lhnen durch eingebundene Social-Media-Elemente
verarbeitet und gespeichert werden kénnen, gilt diese Einwilligung als Rechtsgrundlage der
Datenverarbeitung (Art. 6 Abs. 1 lit. a DSGVO). Grundsatzlich werden Ihre Daten bei Vorliegen
einer Einwilligung auch auf Grundlage unseres berechtigten Interesses (Art. 6 Abs. 1 lit. f DSGVO)
an einer schnellen und guten Kommunikation mit Ihnen oder anderen Kunden und
Geschaftspartnern gespeichert und verarbeitet. Wir setzen die Tools gleichwohl nur ein, soweit Sie
eine Einwilligung erteilt haben. Die meisten Social-Media-Plattformen setzen auch Cookies in Ihrem
Browser, um Daten zu speichern. Darum empfehlen wir Ihnen, unseren Datenschutztext Uber
Cookies genau durchzulesen und die Datenschutzerklarung oder die Cookie-Richtlinien des
jeweiligen Dienstanbieters anzusehen.

Informationen zu speziellen Social-Media-Plattformen erfahren Sie - sofern vorhanden - in den
folgenden Abschnitten.

Zahlungsanbieter Einleitung



Zahlungsanbieter Datenschutzerklarung Zusammenfassung

28 Betroffene: Besucher der Website

©w Zweck: Ermoglichung und Optimierung des Zahlungsvorgangs auf unserer Website
B Verarbeitete Daten: Daten wie etwa Name, Adresse, Bankdaten (Kontonummer,
Kreditkartennummer, Passworter, TANs usw.), IP-Adresse und Vertragsdaten

Mehr Details dazu finden Sie beim jeweils eingesetzten Zahlungsanbieter-Tool.
Speicherdauer: abhangig vom verwendeten Zahlungsanbieter

Rechtsgrundlagen: Art. 6 Abs. 1 lit. b DSGVO (Erfullung eines Vertrags)

Was ist ein Zahlungsanbieter?

Wir verwenden auf unserer Website Online-Zahlungssysteme, die uns und Ihnen ein sicheres und
reibungsloses Bezahlverfahren ermoglichen. Dabei kdnnen unter anderem auch
personenbezogene Daten an den jeweiligen Zahlungsanbieter gesendet, gespeichert und dort
verarbeitet werden. Bei Zahlungsanbietern handelt es sich um Online-Zahlungssysteme, die es
Ihnen ermdglichen eine Bestellung tber Online-Banking durchzufuhren. Dabei wird die
Zahlungsabwicklung durch den von Ihnen gewahlten Zahlungsanbieter durchgefuhrt. Wir erhalten
anschliel3end eine Information Uber die getatigte Zahlung. Diese Methode kann jeder User nutzen,
der ein aktives Online-Banking-Konto mit PIN und TAN hat. Es gibt kaum noch Banken, die solche
Zahlungsmethoden nicht anbieten bzw. akzeptieren.

Warum verwenden wir Zahlungsanbieter auf unserer Website?

Wir wollen naturlich mit unserer Website und unserem eingebundenen Onlineshop den
bestmdgliche Service bieten, damit Sie sich auf unserer Seite wohl fuhlen und unsere Angebote
nutzen. Wir wissen, dass lhre Zeit kostbar ist und speziell Zahlungsabwicklungen schnell und
reibungslos funktionieren mussen. Aus diesen Grinden bieten wir Ihnen diverse Zahlungsanbieter
an. Sie konnen lhren bevorzugten Zahlungsanbieter wahlen und so in gewohnter Manier bezahlen.

Welche Daten werden verarbeitet?

Welche Daten genau verarbeitet werden, hangt naturlich von dem jeweiligen Zahlungsanbieter ab.
Doch grundsatzlich werden Daten wie Name, Adresse, Bankdaten (Kontonummer,
Kreditkartennummer, Passworter, TANs usw.) gespeichert. Dabei handelt es sich um notwendige
Daten, um uberhaupt eine Transaktion durchfuhren zu kénnen. Zudem kénnen auch etwaige
Vertragsdaten und Userdaten, wie zum Beispiel wann Sie unsere Website besuchen, fur welche
Inhalte Sie sich interessieren oder welche Unterseiten Sie anklicken, gespeichert werden. Auch Ihre
IP-Adresse und Informationen zu Ihrem verwendeten Computer werden von den meisten
Zahlungsanbietern gespeichert.

Die Daten werden in der Regel auf den Servern der Zahlungsanbietern gespeichert und verarbeitet.
Wir als Websitebetreiber erhalten diese Daten nicht. Wir werden nur dartber informiert, ob die
Zahlung funktioniert hat oder nicht. Fur Identitats- und Bonitatsprufungen kann es vorkommen,
dass Zahlungsanbieter Daten an die entsprechende Stelle weiterleiten. Fur alle Zahlungsgeschafte
gelten immer die Geschafts- und Datenschutzgrundlagen des jeweiligen Anbieters. Schauen Sie sich
daher bitte immer auch die Allgemeinen Geschaftsbedingen und die Datenschutzerklarung des



Zahlungsanbieters an. Sie haben auch jederzeit das Recht beispielsweise Daten |6schen oder
korrigieren zu lassen. Bitte setzen Sie sich bezuglich Ihrer Rechte (Widerrufsrecht, Auskunftsrecht
und Betroffenheitsrecht) mit dem jeweiligen Dienstanbieter in Verbindung.

Dauer der Datenverarbeitung

Uber die Dauer der Datenverarbeitung informieren wir Sie weiter unten sofern wir weitere
Informationen dazu haben. Generell verarbeiten wir personenbezogene Daten nur so lange wie es
far die Bereitstellung unserer Dienstleistungen und Produkte unbedingt notwendig ist. Wenn es wie
zum Beispiel im Fall von Buchhaltung gesetzlich vorgeschrieben ist, kann diese Speicherdauer auch
Uberschritten werden. So bewahren wir zu einem Vertrag gehorige Buchungsbelege (Rechnungen,
Vertragsurkunden, Kontoauszuge u.a.) 10 Jahre (§ 147 AO) sowie sonstige relevante
Geschaftsunterlagen 6 Jahre (8 247 HGB) nach Anfallen auf.

Widerspruchsrecht

Sie haben immer das Recht auf Auskunft, Berichtigung und Léschung Ihrer personenbezogenen
Daten. Bei Fragen kdnnen Sie auch jederzeit Verantwortliche des verwendeten Zahlungsanbieter
kontaktieren. Kontaktdaten finden Sie entweder in unserer spezifischen Datenschutzerklarung oder
auf der Website des entsprechenden Zahlungsanbieters.

Cookies, die Zahlungsanbieter fur ihre Funktionen verwenden, kénnen Sie in Ihrem Browser
l6schen, deaktivieren oder verwalten. Je nachdem welchen Browser Sie verwenden, funktioniert
dies auf unterschiedliche Art und Weise. Bitte beachten Sie aber, dass dann eventuell der
Zahlungsvorgang nicht mehr funktioniert.

Rechtsgrundlage

Wir bieten also zur Abwicklung von vertraglichen bzw. rechtlichen Beziehungen (Art. 6 Abs. 1 lit. b
DSGVO) neben den herkdmmlichen Bank-/Kreditinstitutionen auch andere Zahlungsdienstleister
an. In den Datenschutzerklarungen der einzelnen Zahlungsanbietern (wie zum Beispiel Amazon
Payments, Apple Pay oder Discover) wird Ihnen ein genauer Uberblick (iber die Datenverarbeitung
und Datenspeicherung geboten. Zudem kdnnen Sie sich bei Fragen zu datenschutzrelevanten
Themen stets an die Verantwortlichen richten.

Informationen zu den speziellen Zahlungsanbietern erfahren Sie - sofern vorhanden - in den
folgenden Abschnitten.

Apple Pay Datenschutzerklarung

Wir nutzen auf unserer Website Apple Pay, einen Dienst fur Online-Zahlungsverfahren.
Dienstanbieter ist das amerikanische Unternehmen Apple Inc., Infinite Loop, Cupertino, CA 95014,
USA.

Apple verarbeitet Daten u.a. auch in den USA. Wir weisen darauf hin, dass nach Meinung des
Europaischen Gerichtshofs derzeit kein angemessenes Schutzniveau fur den Datentransfer in die



USA besteht. Dies kann mit verschiedenen Risiken fur die RechtmalRigkeit und Sicherheit der
Datenverarbeitung einhergehen.

Als Grundlage der Datenverarbeitung bei Empfangern mit Sitz in Drittstaaten (aulBerhalb der
Europdischen Union, Island, Liechtenstein, Norwegen, also insbesondere in den USA) oder einer
Datenweitergabe dorthin verwendet Apple von der EU-Kommission genehmigte
Standardvertragsklauseln (= Art. 46. Abs. 2 und 3 DSGVO). Diese Klauseln verpflichten Apple, das
EU-Datenschutzniveau bei der Verarbeitung relevanter Daten auch aul3erhalb der EU einzuhalten.
Diese Klauseln basieren auf einem Durchfuhrungsbeschluss der EU-Kommission. Sie finden den
Beschluss sowie die Klauseln u.a. hier:
https://eur-lex.europa.eu/eli/dec_impl/2021/914/0j?locale=de

Mehr Uber die Daten, die durch die Verwendung von Apple Pay verarbeitet werden, erfahren Sie in
der Privacy Policy auf https://www.apple.com/legal/privacy/de-wwy/.

Google Pay Datenschutzerklarung

Wir nutzen auf unserer Website den Online-Zahlungsanbieter Google Pay. Dienstanbieter ist das
amerikanische Unternehmen Google Inc. Fir den europaischen Raum ist das Unternehmen Google
Ireland Limited (Gordon House, Barrow Street Dublin 4, Irland) fur alle Google-Dienste
verantwortlich.

Google verarbeitet Daten von Ihnen u.a. auch in den USA. Google ist aktiver Teilnehmer des EU-US
Data Privacy Frameworks, wodurch der korrekte und sichere Datentransfer personenbezogener
Daten von EU-Burgern in die USA geregelt wird. Mehr Informationen dazu finden Sie auf
https://commission.europa.eu/document/fa09cbad-dd7d-4684-ae60-be03fcb0fddf en.

Zudem verwendet Google sogenannte Standardvertragsklauseln (= Art. 46. Abs. 2 und 3 DSGVO).
Standardvertragsklauseln (Standard Contractual Clauses - SCC) sind von der EU-Kommission
bereitgestellte Mustervorlagen und sollen sicherstellen, dass Ihre Daten auch dann den
europaischen Datenschutzstandards entsprechen, wenn diese in Drittlander (wie beispielsweise in
die USA) uberliefert und dort gespeichert werden. Durch das EU-US Data Privacy Framework und
durch die Standardvertragsklauseln verpflichtet sich Google, bei der Verarbeitung Ihrer relevanten
Daten, das europaische Datenschutzniveau einzuhalten, selbst wenn die Daten in den USA
gespeichert, verarbeitet und verwaltet werden. Diese Klauseln basieren auf einem
Durchfuhrungsbeschluss der EU-Kommission. Sie finden den Beschluss und die entsprechenden
Standardvertragsklauseln u.a. hier: https://eur-lex.europa.eu/eli/dec_impl/2021/914/0j?locale=de

Die Datenverarbeitungsbedingungen fur Google Werbeprodukte (Google Ads Controller-Controller
Data Protection Terms), welche auf die Standardvertragsklauseln verweisen, finden Sie unter
https://business.safety.google/adscontrollerterms/.

Mehr Uber die Daten, die durch die Verwendung von Google Pay verarbeitet werden, erfahren Sie
in der Privacy Policy auf https://policies.google.com/privacy.



https://eur-lex.europa.eu/eli/dec_impl/2021/914/oj?locale=de
https://www.apple.com/legal/privacy/de-ww/
https://commission.europa.eu/document/fa09cbad-dd7d-4684-ae60-be03fcb0fddf_en
https://eur-lex.europa.eu/eli/dec_impl/2021/914/oj?locale=de
https://business.safety.google/adscontrollerterms/
https://policies.google.com/privacy?tid=113093265

Klarna Checkout Datenschutzerklarung

Klarna Checkout Datenschutzerklarung Zusammenfassung

28 Betroffene: Besucher der Website

w Zweck: Optimierung des Zahlungsvorgangs auf unserer Website

B Verarbeitete Daten: Daten wie etwa Name, Adresse, Bankdaten (Kontonummer,
Kreditkartennummer, Passworter, TANs usw.), IP-Adresse und Vertragsdaten

Mehr Details dazu finden Sie weiter unten in dieser Datenschutzerklarung.

Speicherdauer: Daten werden gespeichert, solange Klarna sie fur den Verarbeitungszweck
bendtigt.

Rechtsgrundlagen: Art. 6 Abs. 1 lit. ¢ DSGVO (Rechtliche Verpflichtung), Art. 6 Abs. 1 lit. f
DSGVO (Berechtigte Interessen)

Was ist Klarna Checkout?

Wir verwenden auf unserer Website das Online-Zahlungssystem Klarna Checkout des
schwedischen Unternehmens Klarna Bank AB. Die Klarna-Bank hat ihren Hauptfirmensitz in
Sveavagen 46, 111 34 Stockholm, Schweden. Wenn Sie sich fur diesen Dienst entscheiden, werden
unter anderem personenbezogene Daten an Klarna gesendet, gespeichert und verarbeitet. In
dieser Datenschutzerklarung méchten wir Ihnen einen Uberblick Gber die Datenverarbeitung durch
Klarna geben.

Klarna Checkout ist ein Zahlungssystem fur Bestellungen in einem Onlineshop. Dabei wahlt der
Nutzer die Zahlungsart und Klarna Checkout ubernimmt den gesamten Zahlungsprozess. Nachdem
ein Nutzer einmal eine Zahlung Uber das Checkout-System durchgefuhrt hat und die
entsprechenden Daten angegeben hat, konnen zukunftige Online-Einkaufe noch schneller und
einfacher durchgefuhrt werden. Das Klarna-System erkennt dann bereits nach Eingabe der E-Mail-
Adresse und Postleitzahl den bestehenden Kunden.

Warum verwenden wir Klarna Checkout fir unsere Website?

Unser Ziel mit unserer Website und unserem eingebundenen Onlineshop ist es, Ihnen den
bestmdgliche Service zu bieten. Dazu zahlt neben dem Gesamterlebnis auf der Website und neben
unseren Angeboten auch eine reibungslose, schnelle und sichere Zahlungsabwicklung Ihrer
Bestellungen. Um das zu gewahrleisten, nutzen wir das Zahlungssystem Klarna Checkout.

Welche Daten werden von Klarna Checkout gespeichert?

Sobald Sie sich fur den Zahlungsdienst Klarna entscheiden und Uber die Zahlungsmethode Klarna
Checkout bezahlen, Gbermitteln Sie auch personenbezogene Daten an das Unternehmen. Auf der
Klarna Checkout-Seite werden technische Daten wie Browsertyp, Betriebssystem, unsere
Internetadresse, Datum und Uhrzeit, Spracheinstellungen, Zeitzoneneinstellungen und IP-Adresse
von lhnen erhoben und an die Server von Klarna Ubermittelt und dort gespeichert. Diese Daten
werden auch dann gespeichert, wenn Sie noch keine Bestellung abgeschlossen haben.

Wenn Sie ein Produkt oder eine Dienstleistung Uber unseren Shop bestellen, missen Sie in die



vorgegebenen Felder Daten zu Ihrer Person eingeben. Diese Daten werden durch Klarna fur die
Zahlungsabwicklung verarbeitet. Dabei kdnnen zur Bonitats- und Identitatsprufung speziell
folgende personenbezogenen Daten (sowie allgemeine Produktinformationen) durch Klarna
gespeichert und verarbeitet werden:

e Kontaktinformationen: Namen, Geburtsdatum, nationale Ausweisnummer, Titel, Rechnungs-
und Lieferadresse, E-Mail-Adresse, Telefonnummer, Nationalitat oder Gehalt.

e Zahlungsinformationen wie Kreditkartendaten oder Ihre Kontonummer

e Produktinformationen wie Sendungsnummer, Art des Artikels und Preis des Produkts

Zudem gibt es auch noch Daten, die optional erhoben werden kénnen, sofern Sie sich dazu
bewusst entscheiden. Das sind etwa politische, religiése oder weltanschauliche Uberzeugungen
oder diverse Gesundheitsdaten.

Klarna kann auch selbst oder Uber Dritte (wie beispielsweise Uber uns oder tUber 6ffentliche
Datenbanken) neben den oben genannten Daten auch Daten zu den Waren oder Dienstleistungen,
die Sie kaufen oder bestellen erheben. Das kann zum Beispiel die Sendungsnummer oder die Art
des bestellten Artikels sein, aber auch Auskunfte Uber Ihre Bonitat, iber Ihr Einkommen oder
Kreditgewahrungen. Klarna kann lhre personenbezogenen Daten auch Dienstleister wie etwa
Softwareanbieter, Datenspeicheranbieter oder uns als Handler weitergeben.

Wenn Daten automatisch in ein Formular eingetragen werden, dann sind immer Cookies im Spiel.
Wenn Sie diese Funktion nicht nutzen wollen, kdnnen Sie jederzeit diese Cookies deaktivieren.
Weiter unten im Text finden Sie eine Anleitung, wie Sie Cookies in Ihrem Browser grundsatzlich
l6schen, deaktivieren oder verwalten. Unsere Tests haben ergeben, dass von Klarna direkt keine
Cookies gesetzt werden. Wenn Sie die Zahlungsmethode “Klarna Sofort” wahlen und auf “Bestellen”
klicken, werden Sie auf die Sofort-Website weitergeleitet. Nach der erfolgreichen Zahlung kommen
Sie auf unsere Dankesseite. Dort wird von sofort.com folgendes Cookie gesetzt:

Name: SOFUEB

Wert: e8cipp378mdscn9e17kajlfhv7113093265-4
Verwendungszweck: Dieses Cookie speichert lhre Session-ID.
Ablaufdatum: nach Beenden der Browsersitzung

Wie lange und wo werden die Daten gespeichert?

Klarna ist bemuht Ihre Daten nur innerhalb der EU bzw. des Europaischen Wirtschaftsraums (EWR)
zu speichern. Es kann aber auch vorkommen, dass Daten aul3erhalb des EU/EWR Ubertragen
werden. Wenn das passiert, stellt Klarna sicher, dass der Datenschutz im Einklang mit der DSGVO
steht und das Drittland in einer Angemessenheitsentscheidung der Europaischen Union steht. Die
Daten werden immer gespeichert, solange Klarna sie fur den Verarbeitungszweck bendtigt.

Wie kann ich meine Daten I6schen bzw. die Datenspeicherung verhindern?

Sie kdnnen lhre Einwilligung, dass Klarna personenbezogene Daten verarbeitet jederzeit
widerrufen. Sie haben auch immer das Recht auf Auskunft, Berichtigung und Léschung lhrer
personenbezogenen Daten. Dafir mussen Sie lediglich das Unternehmen bzw. das



Datenschutzteam des Unternehmens per E-Mail an datenschutz@klarna.de kontaktieren. Uber die
Klarna-Website ,Meine Datenschutzanfrage” konnen Sie ebenfalls mit Klarna direkt in Kontakt
treten.

Cookies, die Klarna fur ihre Funktionen moglicherweise verwendet, konnen Sie in Ihrem Browser
l6schen, deaktivieren oder verwalten. Je nachdem welchen Browser Sie verwenden, funktioniert
dies auf unterschiedliche Art und Weise. Unter dem Abschnitt ,Cookies” finden Sie die
entsprechenden Links zu den jeweiligen Anleitungen der bekanntesten Browser.

Rechtsgrundlage

Wir bieten also zur Abwicklung von vertraglichen bzw. rechtlichen Beziehungen (Art. 6 Abs. 1 lit. b
DSGVO) neben den herkdmmlichen Bank-/Kreditinstitutionen auch den Zahlungsdienstleister
Klarna Checkout an.

Wir hoffen Ihnen einen guten Uberblick Gber die Datenverarbeitung durch Klarna geboten zu
haben. Wenn Sie mehr Uber den Umgang mit lhren Daten erfahren wollen, empfehlen wir Ihnen
die Klarna-Datenschutzerklarung unter
https://cdn.klarna.com/1.0/shared/content/legal/terms/0/de_at/privacy.

Stripe Datenschutzerklarung

Stripe Datenschutzerklarung Zusammenfassung

2% Betroffene: Besucher der Website

W Zweck: Optimierung des Zahlungsvorgangs auf unserer Website

B Verarbeitete Daten: Daten wie etwa Name, Adresse, Bankdaten (Kontonummer,
Kreditkartennummer, Passworter, TANs usw.), IP-Adresse und Vertragsdaten

Mehr Details dazu finden Sie weiter unter in dieser Datenschutzerklarung

Speicherdauer: Daten werden gespeichert, bis die Zusammenarbeit mit Stripe aufgelost
wird

Rechtsgrundlagen: Art. 6 Abs. 1 lit. b DSGVO (Vertragsabwicklung), Art. 6 Abs. 1 lit. a DSGVO
(Einwilligung)

Was ist Stripe?

Wir verwenden auf unserer Website ein Zahlungstool des amerikanischen
Technologieunternehmens und Online-Bezahldienstes Stripe. Fir Kunden innerhalb von der EU ist
Stripe Payments Europe (Europe Ltd., 1 Grand Canal Street Lower, Grand Canal Dock, Dublin,
Irland) verantwortlich. Das heilt, wenn Sie sich fur Stripe als Zahlungsart entscheiden, wird lhre
Zahlung Uber Stripe Payments abgewickelt. Dabei werden Daten, die fur den Zahlungsvorgang
ndtig sind, an Stripe weitergeleitet und gespeichert. In dieser Datenschutzerklarung geben wir
lhnen einen Uberblick Uber diese Datenverarbeitung und Speicherung durch Stripe und erklaren,
warum wir Stripe auf unserer Website verwenden.

Das Technologieunternehmen Stripe bietet Zahlungslésungen fur Online-Bezahlungen an. Mit


mailto:datenschutz@klarna.de
https://www.klarna.com/at/meine-datenschutzanfrage-formular/?tid=113093265
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Stripe ist es moglich Kredit- und Debitkartenzahlungen in unserem Webshop zu akzeptieren. Stripe
ubernimmt den gesamten Zahlungsvorgang. Ein groRer Vorteil von Stripe ist etwa, dass Sie
wahrend des Zahlungsvorgangs nie unsere Website bzw. den Shop verlassen mussen und die
Zahlungsabwicklung sehr schnell erfolgt.

Warum verwenden wir Stripe fiir unsere Website?

Wir wollen naturlich mit unserer Website und unserem eingebundenen Onlineshop den
bestmodglichen Service bieten, damit Sie sich auf unserer Seite wohl fuhlen und unsere Angebote
nutzen. Wir wissen, dass lhre Zeit kostbar ist und daher speziell Zahlungsabwicklungen schnell und
reibungslos funktionieren mussen. Neben unseren anderen Zahlungsanbietern haben wir mit
Stripe einen Partner gefunden, der eine sichere und schnelle Zahlungsabwicklung gewahrleistet.

Welche Daten werden von Stripe gespeichert?

Wenn Sie sich fur Stripe als Zahlungsart entscheiden, werden auch personenbezogene Daten von
Ihnen an Stripe GUbermittelt und dort gespeichert. Dabei handelt es sich um Transaktionsdaten. Zu
diesen Daten zahlen etwa die Zahlungsmethode (also Kreditkarten- Debitkarten oder
Kontonummer), Bankleitzahl, Wahrung, der Betrag und das Datum der Zahlung. Bei einer
Transaktion kann weiters Ihr Name, lhre E-Mail-Adresse, Ihre Rechnungs- oder Versandadresse und
manchmal auch Ihr Transaktionsverlauf Ubermittelt werden. Diese Daten sind zur Authentifizierung
notig. Weiters kann Stripe zur Betrugsabwehr, der Finanzberichterstattung und um die eigenen
Dienste vollstandig anbieten zu kénnen, auch neben technischen Daten zu Ihrem Gerat (wie IP-
Adresse) Name, Adresse, Telefonnummer und |hr Land erfassen.

Stripe verkauft keine Ihrer Daten an unabhangige Dritte, wie etwa Marketingagenturen oder andere
Unternehmen, die mit dem Stripe-Unternehmen nichts zu tun haben. Die Daten kénnen aber etwa
an interne Abteilungen, einer beschrankten Anzahl externer Stripe-Partner oder zur Einhaltung
gesetzlicher Vorschriften weitergeleitet werden. Stripe verwendet zur Erfassung von Daten auch
Cookies. Hier finden Sie eine Auswahl an Cookies, die Stripe wahrend des Zahlungsprozesses
setzen kann:

Name: m

Wert: edd716e9-d28b-46f7-8a55-e05f1779e84e040456113093265-5

Verwendungszweck: Dieses Cookie erscheint, wenn Sie die Zahlungsmethode auswahlen. Es
speichert und erkennt, ob Sie Uber einen PC, ein Tablet oder ein Smartphone auf unsere Website
zugreifen.

Ablaufdatum: nach 2 Jahren

Name: _ stripe_mid

Wert: fc30f52¢-b006-4722-af61-a7419a5b8819875de9113093265-1

Verwendungszweck: Um eine Kreditkartentransaktion durchfuhren zu kénnen, wird dieses Cookie
bendtigt. Dazu speichert das Cookie |hre Sitzungs-ID.

Ablaufdatum: nach einem Jahr

Name: _ stripe_sid



Wert: 6fee719a-c67c-4ed2-b583-6a9a50895b122753fe

Verwendungszweck: Auch dieses Cookie speichert Ihre ID und wird fur den Zahlungsprozess auf
unserer Website durch Stripe verwendet.

Ablaufdatum: nach Ablauf der Sitzung

Wie lange und wo werden die Daten gespeichert?

Personenbezogene Daten werden grundsatzlich fir die Dauer der Diensterbringung gespeichert.
Das heilit, die Daten werden so lange gespeichert, bis wir die Zusammenarbeit mit Stripe auflésen.
Um allerdings die gesetzlichen und behdérdlichen Pflichten zu erflllen kann Stripe auch tUber die
Dauer der Diensterbringung personenbezogene Daten speichern. Da Stripe ein weltweit tatiges
Unternehmen ist, kdnnen die Daten auch in jedem Land, wo Stripe Dienstleistungen anbietet,
gespeichert werden. So kdnnen auch Daten aulBerhalb lhres Landes, zum Beispiel in den USA
gespeichert werden.

Wie kann ich meine Daten loschen bzw. die Datenspeicherung verhindern?

Bitte beachten Sie, dass bei der Verwendung dieses Tools Daten von Ihnen auch aul3erhalb der EU
gespeichert und verarbeitet werden kdnnen. Die meisten Drittstaaten (darunter auch die USA)
gelten nach derzeitigem europaischen Datenschutzrecht als nicht sicher. Daten an unsichere
Drittstaaten durfen also nicht einfach Ubertragen, dort gespeichert und verarbeitet werden, sofern
es keine passenden Garantien (wie etwa EU-Standardvertragsklauseln) zwischen uns und dem
aulRereuropaischen Dienstleister gibt.

Sie haben immer das Recht auf Auskunft, Berichtigung und Léschung Ihrer personenbezogenen
Daten. Bei Fragen kdnnen Sie auch jederzeit das Stripe-Team Uber
https://support.stripe.com/contact/email kontaktieren.

Cookies, die Stripe fur ihre Funktionen verwenden, kénnen Sie in Ihrem Browser 18schen,
deaktivieren oder verwalten. Je nachdem welchen Browser Sie verwenden, funktioniert dies auf
unterschiedliche Art und Weise. Unter dem Abschnitt ,,Cookies” finden Sie die entsprechenden
Links zu den jeweiligen Anleitungen der bekanntesten Browser.

Rechtsgrundlage

Wir bieten also zur Abwicklung von vertraglichen bzw. rechtlichen Beziehungen (Art. 6 Abs. 1 lit. b
DSGVO) neben den herkdmmlichen Bank-/Kreditinstitutionen auch den Zahlungsdienstleister
Stripe an. Der erfolgreiche Einsatz des Dienstes bedarf ferner lhrer Einwilligung (Art. 6 Abs. 1 lit. a
DSGVO), soweit fur den Einsatz die Zulassung von Cookies notwendig ist.

Stripe verarbeitet Daten von Ihnen u.a. auch in den USA. Stripe ist aktiver Teilnehmer des EU-US
Data Privacy Frameworks, wodurch der korrekte und sichere Datentransfer personenbezogener
Daten von EU-Burgern in die USA geregelt wird. Mehr Informationen dazu finden Sie auf
https://commission.europa.eu/document/fa09cbad-dd7d-4684-ae60-be03fcbOfddf en.

Zudem verwendet Stripe sogenannte Standardvertragsklauseln (= Art. 46. Abs. 2 und 3 DSGVO).
Standardvertragsklauseln (Standard Contractual Clauses - SCC) sind von der EU-Kommission


https://support.stripe.com/contact/email
https://commission.europa.eu/document/fa09cbad-dd7d-4684-ae60-be03fcb0fddf_en

bereitgestellte Mustervorlagen und sollen sicherstellen, dass lhre Daten auch dann den
europaischen Datenschutzstandards entsprechen, wenn diese in Drittlander (wie beispielsweise in
die USA) Uberliefert und dort gespeichert werden. Durch das EU-US Data Privacy Framework und
durch die Standardvertragsklauseln verpflichtet sich Stripe, bei der Verarbeitung Ihrer relevanten
Daten, das europaische Datenschutzniveau einzuhalten, selbst wenn die Daten in den USA
gespeichert, verarbeitet und verwaltet werden. Diese Klauseln basieren auf einem
Durchfihrungsbeschluss der EU-Kommission. Sie finden den Beschluss und die entsprechenden
Standardvertragsklauseln u.a. hier: https://eur-lex.europa.eu/eli/dec_impl/2021/914/0j?locale=de.

Mehr Informationen zu den Standardvertragsklauseln und Uber die Daten, die durch die
Verwendung von Stripe verarbeitet werden, erfahren Sie in der Privacy Policy auf
https://stripe.com/at/privacy.

Online-Buchungssysteme Einleitung

Online-Buchungssysteme Datenschutzerklarung Zusammenfassung

28 Betroffene: Besucher der Website

W Zweck: Verbesserung der Nutzererfahrung und Organisation

B Verarbeitete Daten: Welche Daten verarbeitet werden, hangt stark von den verwendeten
Diensten ab. Meist handelt es sich um IP-Adresse, Kontakt- und Bezahldaten und/oder
technische Daten. Mehr Details dazu finden Sie bei den jeweils eingesetzten Tools.
Speicherdauer: abhangig von den eingesetzten Tools

Rechtsgrundlagen: Art. 6 Abs. 1 lit. a DSGVO (Einwilligung), Art. 6 Abs. 1 lit. f DSGVO
(Berechtigte Interessen)

Was ist ein Online-Buchungssystem?

Damit Sie Uber unsere Website Buchungen vornehmen kénnen, nutzen wir ein oder mehrere
Buchungssysteme. Termine etwa kdnnen so ganz einfach online erstellt werden. Ein
Buchungssystem ist eine in unsere Website eingebundene Softwareanwendung, die verfigbare
Ressourcen (wie zum Beispiel freie Termine) anzeigt und Uber die Sie direkt online buchen und
meist auch bezahlen kénnen. Sie kennen wahrscheinlich solche Buchungssysteme bereits aus der
Gastronomie oder Hotellerie. Mittlerweile werden solche Systeme aber in den verschiedensten
Branchen angewandt. Buchungssysteme kdnnen je nach Tool und Einstellungen sowohl intern fur
uns als auch fur Kunden wie Sie genutzt werden. Dabei werden in der Regel auch
personenbezogene Daten von Ihnen erhoben und gespeichert.

Meistens funktioniert die Buchung wie folgt: Sie finden auf unsere Website das Buchungssystem, in
dem Sie per Mausklick und Angaben Ihrer Daten direkt einen Termin fur eine Dienstleistung
buchen und meist auch gleich bezahlen kénnen. Es kann sein, dass Sie Uber ein Formular
verschiedene Angaben Uber lhre Person eintragen konnen. Bitte seien Sie sich bewusst, dass alle
von Ihnen eingegebenen Daten in einer Datenbank gespeichert und verwaltet werden kénnen.

Warum nutzen wir ein Online-Buchungssystem?

Wir verstehen unsere Website in gewisser Weise auch als freie Dienstleistung fur Sie. Sie sollen
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hilfreiche Informationen erhalten und sich auf unsere Seite rundum wohl fihlen. Dazu gehort auch
ein Online-Service, das Ihnen das Buchen von Terminen bzw. Dienstleistungen so einfach wie
moglich macht. Vorbei sind die Zeiten, in denen Sie umstandlich via Telefon oder E-Mail tagelang
auf eine Buchungsbestatigung warten mussten. Mit einem Online-Buchungssystem haben Sie nach
wenigen Klicks alles erledigt und kdnnen sich wieder um andere Dinge kimmern. Auch fur uns
erleichtert das System das Management aller Buchungen und Termine. Daher betrachten wir ein
solches Buchungssystem sowohl fur Sie als auch fur uns als absolut sinnvoll.

Welche Daten werden verarbeitet?

Welche Daten genau verarbeitet werden, kdnnen wir lhnen in diesem allgemeinen Informationstext
Uber Buchungssystem naturlich nicht sagen. Das ist stets vom verwendeten Tool und den darin
enthaltenen Funktionen und Méglichkeiten abhangig. Viele Buchungssysteme bieten neben der
herkdmmlichen Buchungsfunktion auch noch eine Reihe an weiteren Features an. So haben
beispielsweise viele Systeme auch ein externes Online-Zahlsystem (z. B. von Stripe, Klarna oder
Paypal) und eine Kalender-Synchronisierungsfunktion integriert. Dementsprechend kénnen je nach
Funktionen unterschiedliche und unterschiedlich viele Daten verarbeitet werden. Fur gewdhnlich
werden Daten wie IP-Adresse, Name und Kontaktdaten, technische Angaben zu Ihrem Gerat und
Zeitpunkt einer Buchung verarbeitet. Wenn Sie im System auch eine Zahlung vornehmen, werden
auch Bankdaten wie Kontonummer, Kreditkartennummer, Passworter, TANs usw. gespeichert und
an den jeweiligen Zahlungsanbieter weitergegeben. Wir empfehlen Ihnen die jeweilige
Datenschutzerklarung des verwendeten Tools genau durchzulesen, damit Sie wissen, welche Daten
von Ihnen konkret verarbeitet werden.

Dauer der Datenverarbeitung

Jedes Buchungssystem speichert Daten unterschiedlich lange. Darum kénnen wir Uber die Dauer
der Datenverarbeitung hier noch keine konkreten Angaben geben. Grundsatzlich werden allerdings
personenbezogene Daten immer nur so lange gespeichert, wie es zur Bereitstellung der Dienste
unbedingt notig ist. Buchungssystem verwenden in der Regel auch Cookies, die Informationen
unterschiedlich lange speichern. Manche Cookies werden sofort nach Verlassen der Seite wieder
geldscht, andere kdnnen einige Jahre gespeichert werden. In unserem Abschnitt ,,Cookies” erfahren
Sie mehr daruber. Schauen Sie sich bitte auch die jeweiligen Datenschutzerklarungen der Anbieter
an. Darin sollte erlautert werden, wie lange lhre Daten im konkreten Fall gespeichert werden.

Widerspruchsrecht

Wenn Sie der Datenverarbeitung durch ein Buchungssystem zugestimmt haben, haben Sie
naturlich auch immer die Mdglichkeit und das Recht diese Einwilligung zu widerrufen. Seien Sie sich
also bitte stets bewusst, dass Sie Rechte in Bezug auf Ihre personenbezogenen Daten haben und
diese Rechte auch jederzeit wirkend machen kénnen. Wenn Sie nicht wollen, dass
personenbezogene Daten verarbeitet werden, dann durfen auch keine personenbezogenen Daten
verarbeitet werden. So einfach ist das. Am einfachsten widerrufen Sie die Datenverarbeitung Uber
ein Cookie-Consent-Tool oder Uber andere angebotene Opt-Out-Funktionen. Die Datenspeicherung
durch Cookies konnen Sie zum Beispiel auch direkt in Ihrem Browser verwalten. Bis zu lhrem
Widerruf bleibt die RechtmaRigkeit der Datenverwaltung unberuhrt.



Rechtsgrundlage

Wenn Sie eingewilligt haben, dass Buchungssysteme eingesetzt werden durfen, ist die
Rechtsgrundlage der entsprechenden Datenverarbeitung diese Einwilligung. Sie stellt laut Art. 6
Abs. 1 lit. a DSGVO (Einwilligung) die Rechtsgrundlage fur die Verarbeitung personenbezogener
Daten, wie sie durch Buchungssysteme vorkommen kann, dar.

Weiters haben auch wir ein berechtigtes Interesse, Buchungssysteme zu verwenden, weil wir damit
einerseits unser Kundenservice erweitern und andererseits unsere interne Buchungsorganisation
optimieren. Die dafur entsprechende Rechtsgrundlage ist Art. 6 Abs. 1 lit. f DSGVO (Berechtigte
Interessen). Wir setzen die Tools gleichwohl nur ein, soweit Sie eine Einwilligung erteilt haben. Das
wollen wir an dieser Stelle unbedingt nochmals festgehalten haben.

Informationen zu speziellen Buchungssystemen erhalten Sie - sofern vorhanden - in den folgenden
Abschnitten.

Erklarung verwendeter Begriffe

Wir sind stets bemuht unsere Datenschutzerklarung so klar und verstandlich wie maglich zu
verfassen. Besonders bei technischen und rechtlichen Themen ist das allerdings nicht immer ganz
einfach. Es macht oft Sinn juristische Begriffe (wie z. B. personenbezogene Daten) oder bestimmte
technische Ausdricke (wie z. B. Cookies, IP-Adresse) zu verwenden. Wir mdchte diese aber nicht
ohne Erklarung verwenden. Nachfolgend finden Sie nun eine alphabetische Liste von wichtigen
verwendeten Begriffen, auf die wir in der bisherigen Datenschutzerklarung vielleicht noch nicht
ausreichend eingegangen sind. Falls diese Begriffe der DSGVO entnommen wurden und es sich um
Begriffsbestimmungen handelt, werden wir hier auch die DSGVO-Texte anfihren und
gegebenenfalls noch eigene Erlauterungen hinzuftigen.

Auftragsverarbeiter

Begriffsbestimmung nach Artikel 4 der DSGVO

Im Sinne dieser Verordnung bezeichnet der Ausdruck:

LAuftragsverarbeiter” eine natiirliche oder juristische Person, Behérde, Einrichtung oder
andere Stelle, die personenbezogene Daten im Auftrag des Verantwortlichen verarbeitet;

Erlauterung: Wir sind als Unternehmen und Websiteinhaber fur alle Daten, die wir von Ihnen
verarbeiten verantwortlich. Neben den Verantwortlichen kann es auch sogenannte
Auftragsverarbeiter geben. Dazu zahlt jedes Unternehmen bzw. jede Person, die in unserem
Auftrag personenbezogene Daten verarbeitet. Auftragsverarbeiter kdnnen folglich, neben
Dienstleistern wie Steuerberater, etwa auch Hosting- oder Cloudanbieter, Bezahlungs- oder
Newsletter-Anbieter oder grol3e Unternehmen wie beispielsweise Google oder Microsoft sein.



Einwilligung
Begriffsbestimmung nach Artikel 4 der DSGVO

Im Sinne dieser Verordnung bezeichnet der Ausdruck:

~Einwilligung” der betroffenen Person jede freiwillig fiir den bestimmten Fall, in informierter
Weise und unmissversténdlich abgegebene Willensbekundung in Form einer Erkldrung oder
einer sonstigen eindeutigen bestdtigenden Handlung, mit der die betroffene Person zu
verstehen gibt, dass sie mit der Verarbeitung der sie betreffenden personenbezogenen Daten
einverstanden ist;

Erlauterung: In der Regel erfolgt bei Websites eine solche Einwilligung Uber ein Cookie-Consent-
Tool. Sie kennen das bestimmt. Immer wenn Sie erstmals eine Website besuchen, werden Sie meist
Uber einen Banner gefragt, ob Sie der Datenverarbeitung zustimmen bzw. einwilligen. Meist
kdnnen Sie auch individuelle Einstellungen treffen und so selbst entscheiden, welche
Datenverarbeitung Sie erlauben und welche nicht. Wenn Sie nicht einwilligen, durfen auch keine
personenbezogene Daten von Ihnen verarbeitet werden. Grundsatzlich kann eine Einwilligung
naturlich auch schriftlich, also nicht Gber ein Tool, erfolgen.

Gesundheitsdaten

Begriffsbestimmung nach Artikel 4 der DSGVO

Im Sinne dieser Verordnung bezeichnet der Ausdruck:

~Gesundheitsdaten” personenbezogene Daten, die sich auf die kérperliche oder geistige
Gesundheit einer natiirlichen Person, einschliefSlich der Erbringung von
Gesundheitsdienstleistungen, beziehen und aus denen Informationen (ber deren
Gesundheitszustand hervorgehen;

Erlduterung: Unter Gesundheitsdaten fallen also alle gespeicherten Informationen, die lhre eigene
Gesundheit betreffen. Oft sind es Daten, die auch in einer Patientenakte vermerkt sind. Dazu
zahlen beispielsweise welche Medikamente Sie nutzen, Rontgenbilder, die gesamte
Krankengeschichte oder in der Regel auch der Impfstatus.

Personenbezogene Daten

Begriffsbestimmung nach Artikel 4 der DSGVO

Im Sinne dieser Verordnung bezeichnet der Ausdruck:

~personenbezogene Daten” alle Informationen, die sich auf eine identifizierte oder



identifizierbare natlirliche Person (im Folgenden , betroffene Person”) beziehen; als
identifizierbar wird eine nattrliche Person angesehen, die direkt oder indirekt, insbesondere
mittels Zuordnung zu einer Kennung wie einem Namen, zu einer Kennnummer, zu
Standortdaten, zu einer Online-Kennung oder zu einem oder mehreren besonderen
Merkmalen, die Ausdruck der physischen, physiologischen, genetischen, psychischen,
wirtschaftlichen, kulturellen oder sozialen Identitdt dieser nattrlichen Person sind,
identifiziert werden kann;

Erlauterung: Personenbezogene Daten sind also all jene Daten, die Sie als Person identifizieren
kénnen. Das sind in der Regel Daten wie etwa:

* Name

Adresse

E-Mail-Adresse

Post-Anschrift

Telefonnummer

Geburtsdatum

Kennnummern wie Sozialversicherungsnummer, Steueridentifikationsnummer,

Personalausweisnummer oder Matrikelnummer
Bankdaten wie Kontonummer, Kreditinformationen, Kontostande uvm.

Laut Europadischem Gerichtshof (EuGH) zahlt auch lhre IP-Adresse zu den personenbezogenen
Daten. IT-Experten kénnen anhand lhrer IP-Adresse zumindest den ungefahren Standort lhres
Gerats und in weiterer Folge Sie als Anschlussinhabers feststellen. Daher benétigt auch das
Speichern einer IP-Adresse eine Rechtsgrundlage im Sinne der DSGVO. Es gibt auch noch
sogenannte ,,besondere Kategorien” der personenbezogenen Daten, die auch besonders
schutzenswert sind. Dazu zahlen:

rassische und ethnische Herkunft

politische Meinungen

religiose bzw. weltanschauliche Uberzeugungen

die Gewerkschaftszugehorigkeit

e genetische Daten wie beispielsweise Daten, die aus Blut- oder Speichelproben entnommen
werden

e biometrische Daten (das sind Informationen zu psychischen, kérperlichen oder
verhaltenstypischen Merkmalen, die eine Person identifizieren kénnen).
Gesundheitsdaten

e Daten zur sexuellen Orientierung oder zum Sexualleben

Profiling
Begriffsbestimmung nach Artikel 4 der DSGVO

Im Sinne dieser Verordnung bezeichnet der Ausdruck:



.Profiling” jede Art der automatisierten Verarbeitung personenbezogener Daten, die darin
besteht, dass diese personenbezogenen Daten verwendet werden, um bestimmte persénliche
Aspekte, die sich auf eine natlirliche Person beziehen, zu bewerten, insbesondere um Aspekte
beziglich Arbeitsleistung, wirtschaftliche Lage, Gesundheit, persénliche Vorlieben, Interessen,
Zuverlassigkeit, Verhalten, Aufenthaltsort oder Ortswechsel dieser naturlichen Person zu
analysieren oder vorherzusagen;

Erlauterung: Beim Profiling werden verschiedene Informationen Uber eine Person
zusammengetragen, um daraus mehr Uber diese Person zu erfahren. Im Webbereich wird Profiling
haufig fur Werbezwecke oder auch fur Bonitatsprufungen angewandt. Web- bzw.
Werbeanalyseprogramme sammeln zum Beispiel Daten Uber lhre Verhalten und lhre Interessen
auf einer Website. Daraus ergibt sich ein spezielles Userprofil, mit dessen Hilfe Werbung gezielt an
eine Zielgruppe ausgespielt werden kann.

Verantwortlicher

Begriffsbestimmung nach Artikel 4 der DSGVO

Im Sinne dieser Verordnung bezeichnet der Ausdruck:

.Verantwortlicher” die natiirliche oder juristische Person, Behorde, Einrichtung oder andere
Stelle, die allein oder gemeinsam mit anderen tber die Zwecke und Mittel der Verarbeitung
von personenbezogenen Daten entscheidet; sind die Zwecke und Mittel dieser Verarbeitung
durch das Unionsrecht oder das Recht der Mitgliedstaaten vorgegeben, so kann der
Verantwortliche beziehungsweise kénnen die bestimmten Kriterien seiner Benennung nach
dem Unionsrecht oder dem Recht der Mitgliedstaaten vorgesehen werden;

Erlauterung: In unserem Fall sind wir fir die Verarbeitung lhrer personenbezogenen Daten
verantwortlich und folglich der “Verantwortliche”. Wenn wir erhobene Daten zur Verarbeitung an
andere Dienstleister weitergeben, sind diese “Auftragsverarbeiter”. Dafir muss ein
“Auftragsverarbeitungsvertrag (AVV)" unterzeichnet werden.

Verarbeitung

Begriffsbestimmung nach Artikel 4 der DSGVO

Im Sinne dieser Verordnung bezeichnet der Ausdruck:

.Verarbeitung” jeden mit oder ohne Hilfe automatisierter Verfahren ausgefiihrten Vorgang
oder jede solche Vorgangsreihe im Zusammenhang mit personenbezogenen Daten wie das



Erheben, das Erfassen, die Organisation, das Ordnen, die Speicherung, die Anpassung oder
Verdnderung, das Auslesen, das Abfragen, die Verwendung, die Offenlegung durch
Ubermittlung, Verbreitung oder eine andere Form der Bereitstellung, den Abgleich oder die
Verkniipfung, die Einschrénkung, das Léschen oder die Vernichtung;

Anmerkung: Wenn wir in unserer Datenschutzerklarung von Verarbeitung sprechen, meinen wir
damit jegliche Art von Datenverarbeitung. Dazu zahlt, wie oben in der originalen DSGVO-Erklarung
erwahnt, nicht nur das Erheben sondern auch das Speichern und Verarbeiten von Daten.

Schlusswort

Herzlichen Glickwunsch! Wenn Sie diese Zeilen lesen, haben Sie sich wirklich durch unsere
gesamte Datenschutzerklarung ,gekampft” oder zumindest bis hier hin gescrollt. Wie Sie am
Umfang unserer Datenschutzerklarung sehen, nehmen wir den Schutz lhrer persénlichen Daten,
alles andere als auf die leichte Schulter.

Uns ist es wichtig, Sie nach bestem Wissen und Gewissen Uber die Verarbeitung
personenbezogener Daten zu informieren. Dabei wollen wir Thnen aber nicht nur mitteilen, welche
Daten verarbeitet werden, sondern auch die Beweggrinde fur die Verwendung diverser
Softwareprogramme naherbringen. In der Regel klingen Datenschutzerklarung sehr technisch und
juristisch. Da die meisten von Ihnen aber keine Webentwickler oder Juristen sind, wollten wir auch
sprachlich einen anderen Weg gehen und den Sachverhalt in einfacher und klarer Sprache erklaren.
Immer ist dies naturlich aufgrund der Thematik nicht méglich. Daher werden die wichtigsten
Begriffe am Ende der Datenschutzerklarung naher erlautert.

Bei Fragen zum Thema Datenschutz auf unserer Website zdgern Sie bitte nicht, uns oder die
verantwortliche Stelle zu kontaktieren. Wir winschen Ihnen noch eine schone Zeit und hoffen, Sie
auf unserer Website bald wieder begruf3en zu durfen.

Alle Texte sind urheberrechtlich geschutzt.



